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Abstract

As many middle and high school students report experiencing cyberbullying on and off campus, more and more studies focus on this issue. By combing the researches on teenage students’ cyberbullying, this paper is to provide a comprehensive analysis of the current research to identify the hot topics, and explore the prospects of teenage students’ cyberbullying based on the research hot topics. The results show that the current research mainly focuses on four research topics: 1) definitions and characteristics of cyberbullying, 2) mental health problems caused by cyberbullying, 3) countermeasures of cyberbullying, and 4) relationship between gender difference and cyberbullying. Among them, the research topics of definitions and characteristics of cyberbullying, and mental health problems caused by cyberbullying are the core and hot topics. Research on the relationship between gender differences and cyberbullying has great development potential.
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1. Introduction

With the popularization of communication technology, teenagers have more access to electronic devices, which makes them more likely to be exposed to cyber risk. Cyberbullying which is one of the most common cyber risks refers to the deliberate act of repeatedly attacking others with electronic devices such as computers and mobile phones (Hutson, 2016; OECD, 2016). Cyberbullying can be done anonymously or at any time, and its nature includes physical and mental health problems such as depression, anxiety and physical problems (Hutson, Kelly, & Militello, 2018), so the impact of cyberbullying on adolescents is more
serious and lasting than traditional bullying. At present, many studies show that bullying and cyberbullying victimization is prevalent throughout the world (Beltran-Catalan, Zych, Ortega-Ruiz, & Llorent, 2018). A survey of 17 high schools in Boston conducted by Kessel Schneider, O'Donnell and Smith (2015) found that the prevalence of cyberbullying victims increased from 15% to 21% over a six-year period (Kessel Schneider, O'Donnell, & Smith, 2015). In a survey of Greek high school students, 62% experienced cyberbullying (Gkiomisi, Gkrizioti, Gkiomisi, Anastasilakis, & Kardaras, 2016). According to a study of the Cyberbullying Research Center, while the rates of cyberbullying victimization have varied over the years, the overall trend is on the rise. In 2017, about 18.8% of the students have said they have been the victim of cyberbullying in their lifetime. In 2019, about 36.5% of students reported that they had experienced cyberbullying (Patchin & Hinduja, 2019). It suggests that more and more teenagers are likely to be experiencing cyberbullying.

In this study, the multidimensional scaling analysis tool was used to make a visual analysis of the literature on teenage students’ cyberbullying in the core collection of Web of Science. The purpose of this paper is to provide a comprehensive analysis of the current research to identify the hot topics, and explore the prospects of teenage students’ cyberbullying based on the research hot topics. It will provide direction for the following research in this field.

2. Data Processing and Research Methods

2.1. Data Sources

The data used in the study comes from the Web of Science (WoS) core collection database. The database is an important database for obtaining global academic information. A search was conducted to collect teenage students’ cyberbullying research articles in the core collection of Web of Science. The search terms included “high school cyberbullying” or “middle school cyberbullying” or “secondary school cyberbullying” or “senior high school cyberbullying” or “senior middle school cyberbullying” or “junior high school cyberbullying” or “junior middle school cyberbullying”. Based on the focus of research on the development of this field, search period was 1986-2019. 667 articles were obtained from WoS.

2.2. Research Methods

Bicomb (Bibliographic Item Co-Occurrence Matrix Builder) developed by professor Cui Lei of China Medical University is a visualization software for co-word network analysis. Bicomb has been widely used in information management in China because of its characteristics of openness and visualization. In this study, Bicomb and SPSS were used to visualize the literature related to teenage students’ cyberbullying, to select keywords from the Web of Science database and systematically get the research trends in this field.

After searching the literature in WoS, the literature was deleted to avoid repetition and irrelevant literature, and 527 target articles were finally obtained.
Cluster analysis was made on the keywords of 527 target articles by Bicomb and SPSS, and the research topics were determined. According to the results of cluster analysis, the multi-dimensional scale analysis was used to know the quadrant distribution of the research topics, and reveal the status and the hotspots of the research on teenage students’ cyberbullying.

3. Data Analysis and Results

3.1. Keywords List

Keywords are highly concise contents of the paper. By counting the frequency of keywords in the research field of teenage students’ cyberbullying, research hotspots can be determined. The first 28 keywords were selected as high-frequency keywords (see Table 1), which were with frequency > 11, and the cumulative

<table>
<thead>
<tr>
<th>Ranking</th>
<th>Keywords</th>
<th>Frequency</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>cyberbullying</td>
<td>407</td>
</tr>
<tr>
<td>2</td>
<td>bullying</td>
<td>161</td>
</tr>
<tr>
<td>3</td>
<td>adolescents</td>
<td>131</td>
</tr>
<tr>
<td>4</td>
<td>cyber victimization</td>
<td>59</td>
</tr>
<tr>
<td>5</td>
<td>adolescence</td>
<td>56</td>
</tr>
<tr>
<td>6</td>
<td>victimization</td>
<td>51</td>
</tr>
<tr>
<td>7</td>
<td>bystander</td>
<td>27</td>
</tr>
<tr>
<td>8</td>
<td>victims</td>
<td>25</td>
</tr>
<tr>
<td>9</td>
<td>perpetration</td>
<td>23</td>
</tr>
<tr>
<td>10</td>
<td>gender</td>
<td>22</td>
</tr>
<tr>
<td>11</td>
<td>traditional bullying</td>
<td>21</td>
</tr>
<tr>
<td>12</td>
<td>school</td>
<td>20</td>
</tr>
<tr>
<td>13</td>
<td>school bullying</td>
<td>19</td>
</tr>
<tr>
<td>14</td>
<td>suicide</td>
<td>17</td>
</tr>
<tr>
<td>15</td>
<td>mental health</td>
<td>17</td>
</tr>
<tr>
<td>16</td>
<td>prevention</td>
<td>16</td>
</tr>
<tr>
<td>17</td>
<td>self-esteem</td>
<td>16</td>
</tr>
<tr>
<td>18</td>
<td>coping strategies</td>
<td>15</td>
</tr>
<tr>
<td>19</td>
<td>aggression</td>
<td>15</td>
</tr>
<tr>
<td>20</td>
<td>moral disengagement</td>
<td>15</td>
</tr>
<tr>
<td>21</td>
<td>depression</td>
<td>14</td>
</tr>
<tr>
<td>22</td>
<td>internet</td>
<td>14</td>
</tr>
<tr>
<td>23</td>
<td>empathy</td>
<td>14</td>
</tr>
<tr>
<td>24</td>
<td>intervention</td>
<td>14</td>
</tr>
<tr>
<td>25</td>
<td>cyber harassment</td>
<td>12</td>
</tr>
<tr>
<td>26</td>
<td>suicidal ideation</td>
<td>12</td>
</tr>
<tr>
<td>27</td>
<td>parents</td>
<td>12</td>
</tr>
<tr>
<td>28</td>
<td>gender differences</td>
<td>12</td>
</tr>
</tbody>
</table>
frequency was 48.4%, which met the analysis criteria. It can be seen from Table 1, except for “cyberbullying”, the top ten keywords are: “bullying”, “adolescents”, “cyber victimization”, “adolescence”, “victimization”, “bystander”, “victims”, “perpetration”, “gender”, and “traditional bullying”. This result indicates that the research on teenage students’ cyberbullying mostly focuses on the forms and gender of bullying. The inner relationship between keywords needs further data mining.

3.2. The Multi-Dimensional Scaling Analysis

Multidimensional scaling analysis is a kind of data analysis method that inputs a matrix containing quantitative measurement value, simplifies the research object of multidimensional space to a low-dimensional space for positioning, analysis and classification, while retaining the original relationship between objects (Borg & Groenen, 2006). Through multidimensional scaling analysis, we can understand the relationship between research topics.

Firstly, the target articles were imported into Bicomb, and the 28 × 28 word matrix was obtained. Secondly, the word matrix was imported into SPSS to generate a 28 × 28 high-frequency keywords similarity matrix. Thirdly, the dissimilarity matrix was obtained by subtracting the values in the similarity matrix from 1. Fourthly, a multidimensional scaling analysis was performed on the dissimilarity matrix. The results show that Stress = 0.27 and RSQ = 0.67, indicating that the research has a good fitting effect (RSQ > 0.6), which can reflect the internal relationship between keywords in the research of teenage students’ cyberbullying. The result of the multidimensional scaling analysis is presented in Figure 1, the topic division is based on the clustering analysis results.

![Figure 1. The result of multidimensional scaling analysis.](image-url)
In the multidimensional scaling analysis diagram, centrality is used as the X-axis, Density as the Y-axis, and the median or average of the two axes as the origin of coordinates. Quadrant 2: The topic of this quadrant cluster has high density values and low centrality. Such themes are mature in the field but are not research centers and are not important for current development prospects. Quadrant 4: The topic of this quadrant cluster is the basic theme of this research field. It has great influence in the field, but it has not been well developed and has great development potential.

As shown in Figure 1, the first topic (definitions and characteristics of teenage students’ cyberbullying) and the second topic (mental health problems caused by teenage students’ cyberbullying) are in the first quadrant. In Figure 1, the topic in the first quadrant indicates that the topics have a high density and centrality. The keywords within the topics are closely related to each other, which are the core and hot spot of this research field. The third topic (countermeasures of teenage students’ cyberbullying) is in the second quadrant. The topic of this quadrant has high density and low centrality. Such topics are mature in the field, but they are not yet research centers. The fourth topic (relationship between gender difference and teenage students’ cyberbullying) is in the fourth quadrant. The topics in the fourth quadrant are the basic topic of research on teenage students’ cyberbullying, but they have not been well developed and have great development potential (Xie, Zhang, & Duan, 2020).

4. Discussion and Conclusion
In this section, we review the literature according to the four research topics, and introduce the current research overview in the four topics.

4.1. Definitions and Characteristics of Teenage Students’ Cyberbullying
Smith et al. (2008) define cyberbullying as: “An aggressive, intentional act carried out by a group or individual, using electronic forms of contact, repeatedly and over time against a victim who cannot easily defend him or herself”. Tokunaga (2010) suggests that cyberbullying is any behavior performed through electronic or digital media by individuals or groups that repeatedly communicates hostile or aggressive messages intended to inflict harm or discomfort on others. Federal Partners in Bullying Prevention suggests that cyberbullying is bullying that takes place over digital devices like cell phones, computers, and tablets. Cyberbullying can occur through SMS, texts, apps, online in social media, forums, or games where people can send, post, or share negative, harmful, false, or mean content about someone else (U.S. Department of Health and Human Services, 2019). From the above definitions, the essential characteristics of teenage students’ cyberbullying include electronic media, intentional attacks, repetitive bullying for a long time, and the power imbalance between cyberbullies and victims. This inequality of rights is mainly reflected in the relatively anonymous online
environment of the bully, the core status of the bully in the social network, the victim’s appearance characteristics, learning problems and other weaknesses (Ersilia & Annalaura, 2009).

There is a significant overlap between cyberbullying and school bullying (Baldry, Farrington, & Sorrentino, 2016). Raskauskas and Stoltz (2007) found that 94% of cyberbullies were also traditional bullies in a survey. There is also a large percentage of overlap between school bullying victims and cyberbullying victims. 59.7% of cyberbullying victims were also school bullying victims, and 36.3% of school bullying victims were also cyberbullying victims (Schneider, O’Donnell, Stueve, & Coulter, 2012). However, the potential danger of cyberbullying is even greater, mainly reflected in the following four aspects (King, Walpole, & Lamon, 2007; Nixon, 2014; Patchin & Hinduja, 2006; Ybarra & Mitchell, 2004):

1) Cyberbullying is not limited by time and space. The bully can continue school bullying outside the school. They can use phones, text messages, e-mails, pictures, videos, chat rooms, websites, etc. to threaten and harass others everywhere at any time.

2) Anonymity of cyberbullies. The physical distance and invisibility of cyberbullying make it impossible for the cyberbullies to observe the immediate response of the victims, which reduces the empathy that the cyberbullies develop when seeing the victim’s pain, and makes young cyberbullies more aggressive than in real life. In addition, anonymous cyberspace also provides a safer environment for the cyberbullies to prevent victims from retaliating.

3) The potential audience for cyberbullying is wide. With the support of technical tools, the cyberbullies can quickly spread bullying content across platforms to the wider audience. Once the content is spread, it will not only be difficult to control and delete, but also cause repeated harm to the victims, and make cyberbullying among teenagers more common, obvious and lasting.

4) There is a lack of regulation in cyberspace, and it is difficult to define regulatory responsibilities.

Middle and high school students are in adolescence. The complexity of peer relationships and social cognitive skills are increasing. It is easier to bully others by manipulating social relationships (Sutton, Smith, & Swettenham, 1999). As a result, cyberbullying occurs more easily and frequently among teenage students. There are three types of risks that teens face online (Vismara, Toaff, Pulvirenti, Settanni, & Marotta, 2017): the first one is Internet technology risks, such as exposure to illegal or potentially harmful content, being tracked by the Internet, and receiving threatening anonymous messages; a second one regards privacy and security risks. Excessive sharing of personal information on social networking sites leads to identity impersonation or revealed privacy; finally, consumer risks related to Web-based advertising and marketing that exploit the lack of fully developed critical thinking skills leading to overspending and fraudulent transactions.
4.2. Mental Health Problems Caused by Teenage Students’ Cyberbullying

Cyberbullying does not directly cause actual physical damage to the victim, but psychological, social and emotional damage in nature (Dooley, Pyzalski, & Cross, 2009). It usually manifested as psychological problems, peer problems, and emotional problems. As information spreads, ridicule and insult can cause overexposure. When the victims are unable to control cyberbullying, they will feel powerless. Thus, they are more likely to be affected by negative psychology, such as depression, anxiety, emotional distress and suicidal tendency, etc., which exacerbates the harm of cyberbullying. A survey of high school students found that the victims of cyberbullying and school bullying were more than four times more likely to suffer from depression and five times more likely to have suicidal ideation than those who had not been bullied (Schneider, O’Donnell, Stueve, & Coulter, 2012). In a study on 15,425 high school students, 15% cybervictims reported making a suicide attempt compared to 5% of those not cyberbullied (Messias, Kindrick, & Castro, 2014). A survey of 4886 Canadian students in Grades 7 - 12, the odds ratio of mental health, psychological distress, and suicidal ideation were 5.02, 5.91, and 6.17 (Sampasa-Kanyinga, 2017). In a meta-analysis, cybervictims are at greater risk of self-harm and suicidal behaviors than non-victims (John, Glendenning, Marchant, Montgomery, Stewart, Wood et al., 2018). The victim of cyberbullying is more prone to psychological stress and inferiority, and lower self-esteem is not conducive to self-regulation and adaptation to school life in the learning environment, which affects academic performance and school performance, leading to academic failure (Chao & Yu, 2017). In addition, the study demonstrates that cyberbullying is a strong risk factor for the later development of psychopathologic behaviors (Kim, Leventhal, Koh, Hubbard, & Boyce, 2006). Cyberbullies have worse subjective health than those who are not involved. The more adolescents engage in cyber aggression, the more loneliness they feel, the lower self-worth is, the fewer mutual friendships they have, the fewer the ratings of social acceptance and popularity by peers are. These consequences, in turn, reduce the perception of learning and school for cyberbullies (Betts, Spenser, & Gardner, 2017; Jacobs, Vollink, Dehue, & Lechner, 2014). Ybarra and Mitchell (2004) reported that 34.7% of aggressor-only youth showed problem behavior, 27.8% had low school commitment, 46% indicated cigarette or alcohol use, and 10.2% were severely depressed.

The stressor experienced in one environment will be demonstrated in another, and this spillover theory exists between cyberbullying experiences and the school environment (Timmons & Margolin, 2014). Even though cyberbullying usually occurs outside school, both cyberbullies and victims have a certain level of negative perception of the school. Many students who have experienced cyberbullying are afraid of going to school, and even escalate their fears into active avoidance, which manifested as truancy or dropout (Sourander, Klomek, Ikonen, Lindroos, & Koskelainen, 2010). Cyberbullies show a high degree of perceived
difficulty, distrust of their classmates, consider the school unsafe, and hold a negative attitude towards the school (Baya & Uçanok, 2012). Students who are both victims of traditional bullying and cyberbullying, or both victims of cyberbullying and cyberbullies, have more complex mental health issues and may have all of the above, making them the most troubled group. In a large, nationally representative sample of high school students in the United States, Messias et al. (2014) found that 12.4% of students who suffered from cyberbullying had suicidal ideation, 11.9% had suicide plan, and 13.7% had suicidal attempt. However, 23.2% of students who suffered from both cyberbullying and school bullying had suicidal ideation, 23.9% had suicide plan, and 27.3% had suicidal attempt. Thus, students who suffered from both school bullying and cyberbullying may have more serious mental health risks, and even need psychological treatment.

4.3. Countermeasures of Teenage Students’ Cyberbullying

4.3.1. Student Level: Stop Bullying Information and Seek Social Support

Technically

In the face of cyberbullying, students will have aggressive responses to revenge against the bully, arbitrary responses to ignore bullying information, or passive responses of no-reprisal or even obedience (Dooley, Shaw, & Cross, 2012). Revengeing the bully may let events out of control, and make the victim potentially cyberbullies, forming a vicious circulation of cyberbullying. The victims often keep silent because of fear of the reaction of cyberbullies or teachers. Students consider that the most desirable strategy is to stop bullying information, change contact information, or seek social support (Chao & Yu, 2017; Roberto, Eden, Savage, Ramos-Salazar, & Deiss, 2014b). Selkie et al. (2018) conducted a qualitative survey of adolescents aged 14 - 18, summarizing two major strategies for personal and systematic intervention in teenage students’ cyberbullying. From the individual level, students should stop negative information and report the bully to social platforms. At the same time, they should leave social media for a short time to communicate with parents or teachers. A companion of victim can assist them in seeking help.

4.3.2. School Level: Take the Prevention and Intervention Measures

The risk factors between cyberbullying and school bullying are similar. Even if the bullying information is received outside school, more than half of the victims know that the cyberbullies come from the same school and will bring the contradiction back to the school, so interventions should always focus on solving antisocial behaviors (Baldry, Farrington, & Sorrentino, 2015). 36 states in the United States have provisions in their education laws that prohibit cyberbullying, and point out that the school has jurisdiction over cyberbullying outside of school if students’ behavior creates a hostile school environment (U.S. Department of Education, 2011). Most teenage students’ cyberbullying prevention and intervention programs are improved on the basis of traditional school bullying.
(Tangen & Campbel, 2010), which can have a multi-purpose impact on effectively improving the problem of cyberbullying. Therefore, it is reasonable prevention and intervention methods for schools to focus on both cyberbullying and traditional bullying. In addition, the prevention and intervention methods can be carried out from the following aspects (Beale & Hall, 2007; Feinberg, & Robey, 2009).

1) Making the policies related to students’ use of the electronic devices. Besides, the policy should clarify what is cyberbullying and specify the negative consequences of cyberbullying.

2) Adopting thematic education methods to establish students’ safety awareness of cyberbullying. The school integrates the thematic activities of network security education, media literacy education and bullying prevention into classroom teaching. For example, a lecture or salon on the subject of teenage students’ cyberbullying should be held to let students find information about cyberbullying, and learn from each other about the prevention and countermeasures of teenage students’ cyberbullying.

3) All school staff are trained to be alerted to the cyberbullying issues in time, understand what school bullying and cyberbullying are, and how to identify victims and bullies. As long as they are aware of the risks of cyberbullying, they are willing to intervene in teenage students’ cyberbullying.

4) School-family-community partnerships should be established to promote cooperation between school, teachers, parents, and communities. Schools should encourage parents to discuss cyberbullying and its adverse consequences with their children. Schools can connect with local cyberbullying communities and invite relevant cyberbullying experts to schools to discuss with parents and students how to properly use the Internet, prevent cyberbullying and how to deal with it when they are cyberbullied.

4.3.3. National Level: Carry Out Various Forms of Social Practice Activities to Raise Bullying Prevention Awareness

There are various forms of publicity and promotion of anti-cyberbullying in the world, such as establishing a special bullying website, launching a bullying prevention week or bullying prevention month, conducting seminars, and participating in the discussion of bullying prevention topics, etc. The reason for doing so is to enhance the awareness of the whole people on the prevention of traditional bullying and cyberbullying, and to strengthen the sense of social responsibility. European countries were the first to launch the Safer Internet Day (ConnectSafely, 2019), which aims to create a safer and better Internet. A global, community-led approach allows everyone to use technology responsibly, respectfully, critically, and creatively. At present, “Safer Internet Day” series of events have been held in more than 100 countries.

Australia has established the National Day of Action against Bullying and Violence (NDA) in 2009, giving schools and young people the opportunity to participate in anti-bullying and anti-cyberbullying seminars to promote the im-
In order to increase the awareness of network security among teenagers, Canada established the Internet security committee in relevant local departments, and invited professionals to design Internet security programs for schools, while educating students about the importance of Internet security and reeducating parents, and guiding teenagers’ network behavior through family education. The United States has designated October each year as the National Bullying Prevention Awareness Month, aiming to raise the prevention awareness of bullying among all people (U.S. Department of Education, 2014). There are various forms of activities, such as launching a nationwide cyberbullying prevention topic on social network sites, collecting individual or group countermeasures, holding special lectures or seminars on teenage students’ cyberbullying, and sharing researches on how families, schools, and communities take effective actions to stop bullying and reduce its harmful effects. America relies on relevant platforms to provide advice on bullying responses. For example, the US Substance Abuse and Mental Health Services Administration (SAMHSA) has launched a new mobile app that can provide parents, caregivers and teachers with important information on bullying prevention, and can help parents and children have a conversation. The U.S. Department of Health and Human Services (HHS) also has a dedicated website (https://www.stopbullying.gov/) for coordinating policy, research, and communication on bullying and cyberbullying issues. The website gives advice on bullying and cyberbullying prevention from multiple perspectives of students, schools, communities, policies, and bystanders (U.S. Department of Health and Human Services, 2019).

4.4. Relationship between Gender Difference and Teenage Students’ Cyberbullying

The relationship between gender difference and cyberbullying in teenage students has not yet been clearly established (Kalliope, Eirini, Andrie, Charalampos, Tzavara, Clive et al., 2018). From the existing research, this gender difference may be related to cultural difference and age. Görzig and Ólafsson (2013) surveyed teenagers in 25 European countries and found that girls were more likely to be cyberbullies. Cross et al. (2012) suggested that girls were more likely to be targets of cyberbullying than were boys. Roberto et al. (2014a) found that adolescents have no significant gender difference in cyberbullying. Gender difference in cyberbullying may be related to cultural difference. Girls in eastern culture are generally considered submissive and gentle, and may be more reluctant to participate in cyberbullying than western girls (Natalie & McBride, 2016). Barlett and Coyne (2014) explored the relationship between cyberbullying and gender difference from an age perspective, and found that such the difference was most obvious in the stage of adolescence and was mitigated with age. Women in early adolescence may be more likely to participate in cyberbullying because they mature relatively early and have a more complex understanding of social structure. As they grow up, men catch up in later adolescence and show
higher participation in cyberbullying.

Middle and high school students also have gender difference in the degree of cyberbullying victimization and responses. More than half of the boys who had experienced cyberbullying reported that they had less negative emotion caused by cyberbullying than girls, and were less affected by cyberbullying than traditional bullying. They could recover from the negative effects faster (Fridh, Lindström, & Rosvall, 2015; Sakellariou, Carroll, & Houghton, 2012). Girls who had experienced cyberbullying had a negative impact on their learning outlook and school value, and were more likely to truancy and took a negative attitude towards school (Betts, Spenser, & Gardner, 2017). However, when faced with cyberbullying, girls are more likely than boys to seek social support for respect, understanding, and a sense of social belonging (Fridh, Lindström, & Rosvall, 2015). In addition, after witnessing cyberbullying, girls have stronger empathy than boys and are more likely to protect victims than to reinforce bullying (Thornberg, Wänström, Hong, & Espelage, 2017).
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