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Abstract 
The incidence of cybercrime in Zambia is rising, with perpetrators exhibiting 
a growing tendency to focus on corporate entities and private citizens. The 
Zambian government has tried to resolve the issue of network protection dan-
gers through the execution of different approaches and procedures. Notwith-
standing, the adequacy of these actions has been restricted. The present re-
search investigates Zambia’s extant cybersecurity policies and strategies and 
delineates several domains where enhancements can be made. The research 
provides several suggestions on how the Zambian government can enhance its 
efforts to address cybercrime. This research employs a qualitative approach to 
investigate the extent of cybersecurity policies and strategies in Zambia by ana-
lyzing secondary data. The study seeks to offer valuable insights into the effica-
cy of Zambia’s cybersecurity framework in addressing the escalating menace of 
cybercrime by scrutinizing pertinent literature, government reports, and aca-
demic articles. The results of this study provide valuable insights into the dif-
ficulties encountered by the nation and propose suggestions for improving 
current policies and strategies. 
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1. Introduction 

Over the past year, the escalation of reported cases indicates that cybercrime poses 
a mounting danger to Zambia. The 2022 information shows a striking expansion 

How to cite this paper: Siampondo, G.M. 
and Chansa, B. (2023) A Study on the Ex-
isting Cybersecurity Policies and Strategies 
in Combating Increased Cybercrime in 
Zambia. Journal of Information Security, 14, 
294-303. 
https://doi.org/10.4236/jis.2023.144017 
 
Received: June 22, 2023 
Accepted: August 28, 2023 
Published: August 31, 2023 
 
Copyright © 2023 by author(s) and  
Scientific Research Publishing Inc. 
This work is licensed under the Creative 
Commons Attribution International  
License (CC BY 4.0). 
http://creativecommons.org/licenses/by/4.0/   

  
Open Access

https://www.scirp.org/journal/jis
https://doi.org/10.4236/jis.2023.144017
https://www.scirp.org/
https://doi.org/10.4236/jis.2023.144017
http://creativecommons.org/licenses/by/4.0/


G. M. Siampondo, B. Chansa 
 

 

DOI: 10.4236/jis.2023.144017 295 Journal of Information Security 
 

in the quantity of revealed cybercrime occurrences in Zambia, with north of 
100,000 cases recorded, contrasted with the 50,000 cases detailed in the first year 
[1]. The previously mentioned cases included a scope of cybercrimes, with the 
most regularly happening being monetary wrongdoings, wholesale fraud, and ex-
tortion. The increasing incidence of cybercrime presents a formidable obstacle to 
the country, requiring a thorough evaluation of Zambia’s extant cybersecurity pol-
icies and approaches to addressing this burgeoning menace adequately. The Zam-
bian government has acknowledged the gravity of the issue of cybercrime and has 
taken steps to tackle it by enacting cybersecurity policies and strategies. The pre-
vious endeavors aim to protect persons, enterprises, and essential systems from 
digital hazards and augment the general cybersecurity fortitude of the nation. 
Even with these endeavors, the efficacy of Zambia’s extant framework in ameli-
orating cyber hazards and countering cyber offenses is open to doubt.  

1.1. Research Background 

Over the past year, the escalation of reported cases indicates that cybercrime poses 
a mounting danger to Zambia. The 2022 information shows a striking expansion in 
the quantity of revealed cybercrime occurrences in Zambia, with north of 100,000 
cases recorded, contrasted Zambia endeavors aim to protect persons, enterprises, 
and essential systems from digital hazards and augment the general cybersecurity 
fortitude of the nation. Even with these endeavors, efficacy has been experiencing 
an increase in cybercrime in recent years. In 2021, government research showed 
that over 10 million cyber-attacks were carried out against citizens and businesses, 
including mobile money reversal scams, social media account hijacking, and fake 
product promotions and investment schemes. This increase in cybercrime has 
been attributed to a number of factors, including the growing use of ICTs in Zam-
bia, the lack of awareness of cybersecurity risks among citizens and businesses, and 
the weak legal framework for combating cybercrime. In response to this increase 
in cybercrime, the Zambian government has put in place a number of cybersecur-
ity policies and strategies. These include the National Cybersecurity Policy, which 
aims to establish a coordinated cybersecurity framework and enhance the resi-
lience of national ICT systems to cyber incidents. The policy also aims to reform 
the legal and regulatory framework on cybersecurity and cybercrimes in the coun-
try. The Zambia Information and Communications Technology Authority 
(ZICTA) is the government agency responsible for implementing the National 
Cybersecurity Policy. ZICTA has a number of initiatives in place to combat cyber-
crime, including the Zambia Computer Incidence Response Team (ZM-CIRT), 
which provides technical support to law enforcement agencies in investigating and 
responding to cybercrime incidents. ZICTA also partners with the Zambia Police 
Service to run a number of public awareness campaigns on cybersecurity. 

1.2. Research Problems 

The present investigation’s outcomes will make a valuable addition to the cur-
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rent pool of information regarding cybersecurity in Zambia. Those above will 
provide a foundation for policymakers and stakeholders to review and improve 
the nation’s cybersecurity infrastructure, guaranteeing its congruence with the 
developing realm of cyber hazards. According to Kobia [2], these discoveries will 
offer perspectives on the fundamental elements that contribute to the escalation 
of cybercrime occurrences and the obstacles encountered by Zambia in effec-
tively addressing this issue. The present study utilizes a research methodology 
that entails a qualitative analysis of secondary data sources. This methodology 
thoroughly analyzes the present cybersecurity policies and strategies in Zambia, 
leveraging pre-existing literature and reports. The examination of secondary da-
ta sources offers a comprehensive outlook on the topic at hand and facilitates the 
recognition of trends, patterns, and deficiencies within the current framework. 
The issue of cybercrime poses a substantial obstacle to Zambia, as evidenced by a 
concerning surge in reported incidents over the past few years. This research 
aims to evaluate the efficacy of Zambia’s cybersecurity policies and strategies in 
mitigating cyber threats. This will be accomplished through a qualitative exami-
nation of existing data sources. The outcomes of this study will provide valuable 
insights for policymakers and stakeholders to bolster the nation’s cybersecurity 
preparedness and minimize the potential hazards linked with cyber offenses. 
Through a comprehensive analysis of the prevailing framework, Zambia can de-
vise precise and efficacious approaches to counter cybercrime and safeguard its 
populace, enterprises, and vital infrastructure. 

Despite the efforts of the Zambian government, cybercrime continues to be a 
major problem in the country. There are a number of research problems that need 
to be addressed in order to combat cybercrime more effectively. These include: 
• The lack of awareness of cybersecurity risks among citizens and businesses. 

Many people in Zambia are not aware of the risks of cybercrime or how to 
protect themselves from it. This lack of awareness makes them easy targets for 
cybercriminals. 

• The weak legal framework for combating cybercrime. The current legal frame-
work for combating cybercrime in Zambia is outdated and does not adequately 
address the challenges posed by modern cybercrime. This makes it difficult for 
law enforcement agencies to prosecute cybercriminals. 

• The lack of resources for combating cybercrime. The Zambian government 
does not have the resources to adequately combat cybercrime. This is due to 
a number of factors, including the country’s limited financial resources and 
the lack of qualified cybersecurity professionals. 

2. Methodology 

This research paper uses a qualitative analysis methodology to assess the viability 
of Zambia’s cybersecurity policies and strategies in addressing the issue of cyber-
crime. The methodology involves a careful assessment of secondary data sources, 
including academic publications, government reports, and official documents. The 
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first phase of the methodology involves a comprehensive review of the existing li-
terature on cybersecurity in Zambia. This includes identifying and collecting rele-
vant sources from scholarly databases, research repositories, government websites, 
and other trustworthy sources. The literature review covers a wide range of topics, 
such as cybersecurity policies, strategies, frameworks, legal provisions, institutional 
arrangements, and cybercrime trends in Zambia [3]. After collecting the secondary 
data sources, the next phase of the methodology involves a rigorous analysis to 
identify and extract significant findings, patterns, and perspectives. This includes 
carefully scrutinizing the data sources and amalgamating them to identify and 
synthesize patterns, themes, and commonalities. This facilitates the development 
of a holistic understanding of the current status of cybersecurity in Zambia and 
the determinants that contribute to its efficacy or inadequacy. The analysis also 
examines the conformity of the current framework with global standards and 
benchmarks in the field of cybersecurity [4]. After examining the secondary da-
ta, the results are methodically structured and cohesively articulated. This in-
cludes identifying and analyzing the merits inherent in extant policies and strate-
gies, such as the creation of specialized cybersecurity entities and the existence of 
legal frameworks. Likewise, the shortcomings, such as deficiencies in legislation, 
restricted public knowledge, or insufficient means of enforcement, are also rec-
ognized and thoroughly examined. Using secondary data for qualitative analysis 
offers a comprehensive understanding of the merits, demerits, and obstacles 
linked to cybersecurity policies and strategies in Zambia. This methodology en-
sures that the research is founded upon trustworthy and dependable informa-
tion. It also allows for a thorough examination of the current framework’s effi-
cacy in addressing cybercrime. 

3. Findings 

This study’s secondary data analysis has identified several significant aspects of 
Zambia’s cybersecurity policies and strategies. The aforementioned discoveries 
offer illumination on the advantages and disadvantages of the present structure, 
furnishing valuable discernments into the contemporary condition of cyber-
crime in Zambia and its consequences for endeavors in cybersecurity. Establish-
ing specialized cybersecurity agencies is a notable strength within Zambia’s cy-
bersecurity framework. Based on Cornelius & Simon [5], agencies such as the 
Cybersecurity and Cybercrime Unit (CCU) operating within the Zambia Police 
Service are instrumental in mitigating cyber threats and investigating cyber-
crimes. The existence of these individuals indicates an acknowledgment of the sig-
nificance of cybersecurity and the necessity for specialized proficiency in counter-
ing cybercrime. In addition, Zambia has endeavored to establish legal structures to 
tackle cybercrime. Implementing the Cybersecurity and Cyber Crimes Act 2021 
constituted a noteworthy advancement toward this objective [6]. The data for 
this study was collected from a variety of sources, including government reports, 
academic publications, and news articles. The government reports provided in-
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formation on the current state of cybersecurity in Zambia, while the academic 
publications provided insights into the theoretical and conceptual frameworks of 
cybersecurity. The news articles provided information on recent cybercrime in-
cidents in Zambia. The data from the various sources were analyzed using a va-
riety of statistical methods, including descriptive statistics, inferential statistics, 
and content analysis. Descriptive statistics were used to summarize the data, 
while inferential statistics were used to test hypotheses about the data. The con-
tent analysis was used to identify patterns and themes in the data. The findings 
of the study showed that Zambia has a number of cybersecurity policies and 
strategies in place. However, these policies and strategies are not always effective 
in combating cybercrime. The study also found that there are a number of chal-
lenges to cybersecurity in Zambia, including a lack of awareness of cybersecurity 
risks, a lack of resources for cybersecurity, and a lack of coordination between 
government agencies and the private sector. The findings of this study suggest that 
Zambia needs to take a number of steps to improve its cybersecurity. These steps 
include increasing public awareness of cybersecurity risks, increasing investment 
in cybersecurity, and improving coordination between government agencies and 
the private sector. 

The Act establishes a legal framework for the prosecution of individuals en-
gaged in cybercrime and delineates a range of cyber offenses, such as unautho-
rized access, data interception, and identity theft. The aforementioned legislative 
framework serves as a fundamental basis for addressing and mitigating cybercrime 
within the nation. Even with these notable strengths, the study has highlighted 
several areas for improvement in Zambia’s cybersecurity policies and strategies. 
Vajjhala & Strang [7] argue that one of the primary obstacles is the existence of 
deficiencies in the legislation. The existing legal structure lacks comprehensive 
coverage of nascent cyber threats, including but not limited to ransomware at-
tacks, social engineering, and advanced persistent threats. These gaps hinder the 
successful prosecution and deterrence of individuals engaged in cybercrime. An 
additional vulnerability that has been identified pertains to the restricted level of 
public cognizance regarding cyber hazards and the absence of a culture priori-
tizing cybersecurity in Zambia. A significant proportion of commercial entities 
and private individuals need more awareness regarding the potential hazards 
they encounter in the digital domain and to implement sufficient safeguards to 
mitigate such risks. Hall & Ziemer [8] explain that Insufficient cognizance rend-
ers individuals more susceptible to cyber assaults and augments the probability 
of efficacious cyber felonies. Furthermore, the research revealed that the existing 
enforcement mechanisms for cybersecurity legislation in Zambia must be re-
vised. The efficacy of investigating and prosecuting cybercrimes is significantly 
impeded by the constraints of limited resources and capacity within law en-
forcement agencies [9]. 

There is a necessity for the augmentation of training, technical proficiency, and 
technological resources to fortify enforcement endeavors. Examining pre-existing 
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data also uncovered a concerning escalation in occurrences of cybercrime in Zam-
bia. The escalation in the number of reported incidents, encompassing fraudulent 
activities, identity theft, and financial crimes, indicates the nation’s increasing com-
plexity and pervasiveness of cyber threats [10]. This highlights the pressing need for 
more robust cybersecurity policies and strategies to address the issue of cyber-
crime adequately. The results above demonstrate that Zambia’s cybersecurity 
framework necessitates substantial enhancements to tackle the obstacles pre-
sented by cybercrime effectively. 

4. Discussion 

The results of this investigation emphasize the necessity for a holistic strategy by 
the Zambian authorities to address the issue of cybercrime. It is imperative to 
revise the government’s cybersecurity strategy in order to adequately confront 
the ever-changing cyber threats encountered by the nation. The current ap-
proach must be updated to tackle contemporary cybercriminal patterns [11]. By 
revising and updating its strategy, the government can ensure its continued re-
levance and responsiveness to cyber threats’ dynamic and evolving nature. 

Furthermore, the government must allocate adequate resources toward imple-
menting and enforcing cybersecurity regulations. Restricted resources and capaci-
ty impede the efficacy of law enforcement agencies in investigating and prosecut-
ing cybercrimes. The government can strengthen its enforcement measures and 
discourage cybercriminals by allocating resources toward training programs, tech-
nical expertise, and technological infrastructure. Raising awareness and educating 
businesses and individuals regarding cyber threats is critical to Maluleke [12]. The 
study’s findings indicate a significant need for more knowledge regarding cyber 
hazards and the requisite measures to alleviate them. Insufficient cognizance of 
cybersecurity renders enterprises and individuals more susceptible to cyber of-
fenses. Consequently, it is recommended that the government initiate focused 
awareness initiatives to enlighten the populace on the significance of cybersecur-
ity, prevalent cyber hazards, and optimal safeguarding techniques. Organizations 
and individuals can proactively protect their digital assets by promoting a cul-
ture that prioritizes cybersecurity. 

Developing and implementing effective cybersecurity solutions necessitate 
collaboration between the government and the private sector [13]. The private 
sector harbors significant expertise and resources that can serve as a valuable sup-
plement to the government’s endeavors in addressing cybercrime. Through the 
cultivation of collaborations between public and private entities, the government 
can harness the expertise and technological advancements of the private sector 
to holistically enhance the nation’s cybersecurity resilience. The collaborative 
effort may encompass mutually agreed-upon undertakings, exchange of infor-
mation, and synchronized reactions to cyber hazards [14]. The study also high-
lights the importance of addressing legislative gaps. The extant legal framework 
in Zambia lacks comprehensive coverage of nascent cyber threats, creating op-
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portunities for cyber malefactors to exploit vulnerabilities. The government 
must revise the legislative framework to effectively tackle emerging and intricate 
forms of cybercrime, including but not limited to ransomware attacks and social 
engineering. By implementing rigorous and all-encompassing laws, the govern-
ing body can establish a strong legal framework to bring cybercriminals to jus-
tice and discourage prospective wrongdoers. Moreover, allocating resources to-
ward technological capabilities is imperative to combat cybercrime [15] effec-
tively. The research indicates that the government’s allocation of resources to-
ward cybersecurity needs to be increased, impeding the implementation of so-
phisticated technologies and mechanisms for identifying and mitigating security 
risks. The government can improve its capacity to identify, address, and alleviate 
cyber threats with greater efficiency and efficacy by allocating resources toward 
developing and enhancing technological infrastructure and capabilities. 

Enhancing the overall cybersecurity landscape necessitates fostering coordina-
tion and collaboration among stakeholders. The research highlights the signific-
ance of fostering cooperation among governmental bodies, private enterprises, 
academic institutions, and non-governmental organizations. Through collabora-
tive efforts, the involved parties can exchange knowledge, skills, and optimal 
methodologies, thereby cultivating a comprehensive and synchronized strategy 
toward cybersecurity. The efficacy of cybersecurity endeavors can be significant-
ly amplified through consistent communication, collaborative undertakings, and 
partnerships between public and private entities [16]. The discourse, as men-
tioned above, culminates in emphasizing the pivotal discoveries obtained from 
the examination of supplementary information concerning the cybersecurity 
policies and tactics of Zambia. The statement underscores the necessity for the 
Zambian government to revise its cybersecurity strategy, allot adequate re-
sources for implementation, enhance public consciousness, cooperate with the 
private sector, tackle legislative deficiencies, invest in technological proficiencies, 
and promote collaboration [17]. The implementation of these measures is of 
utmost importance in effectively addressing cybercrime and bolstering the over-
all resilience of the nation’s cybersecurity. By adopting these proposed measures, 
Zambia can effectively reduce the potential hazards associated with cyber threats, 
safeguard the welfare of its populace and commercial entities, and guarantee the 
reliable and enduring growth of its technological infrastructure. 

5. Conclusion 

The issue of cybercrime presents a special peril to the security and stability of 
Zambia. Adopting a comprehensive approach is imperative for the Zambian 
government to effectively combat the growing menace and protect businesses, 
individuals, and the country’s economy. The results of this investigation, which 
relied on a qualitative examination of pre-existing data, unambiguously demon-
strate the necessity for substantial enhancements to Zambia’s cybersecurity poli-
cies and strategies. One of the primary suggestions is the enhancement of legal 
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provisions. The extant legal framework in Zambia needs to improve in effective-
ly responding to cyber threats’ dynamic and evolving nature. The government 
can enhance the legal framework for prosecuting cybercriminals and discouraging 
prospective offenders by revising and broadening the legislation to encompass 
emerging cybercrimes, such as social engineering and ransomware attacks. This 
study emphasizes the importance of augmenting public awareness and education. 
Many commercial entities and individuals in Zambia need more awareness re-
garding the potential hazards they may encounter in the digital sphere and dem-
onstrate a deficiency in their comprehension of efficacious cybersecurity protocols. 
The government can provide the public with the requisite knowledge and compe-
tencies to safeguard themselves against cyber threats through awareness cam-
paigns and educational initiatives. The implementation of such measures is ex-
pected to foster a culture that is mindful of cybersecurity and ultimately mitigate 
the probability of succumbing to cyber offenses. Enhancing collaboration among 
stakeholders is crucial for the successful implementation of cybersecurity meas-
ures. Cooperation among governmental bodies, private enterprises, academic 
institutions, and civil society groups is imperative to effectively utilize their col-
lective knowledge and assets. Frequent communication, sharing of information 
and collaborative efforts can augment the overall efficacy of cybersecurity pro-
tocols and guarantee a synchronized reaction to cyber hazards. Enhancing Zam-
bia’s cybersecurity resilience is contingent upon the critical investment in tech-
nological capabilities. The research underscores the government’s need to allocate 
adequate resources toward procuring and implementing sophisticated technolo-
gies and tools to detect, prevent, and respond to threats. Enhancing Zambia’s 
technological infrastructure can enhance its capacity to identify and address cyber 
threats more effectively. The present research underscores the importance of em-
ploying secondary data sources to inform policy decisions and augment the na-
tion’s overall cybersecurity resilience. The examination of pre-existing data sources 
offers significant perspectives on the merits, limitations, and obstacles of the 
present cybersecurity infrastructure. Policymakers can make well-informed deci-
sions and formulate precise strategies to tackle Zambia’s cybersecurity require-
ments by depending on trustworthy and authentic information. 

6. Recommendations 

In order to enhance the efficacy of measures against cybercrime, the Zambian 
government should consider the subsequent recommendations. It is imperative 
to update the government’s cybersecurity strategy to ensure its alignment with 
the most current cyber threats. By maintaining awareness of emerging risks and 
trends, the government can cultivate a proactive and adaptable strategy toward 
cybersecurity [18]. Secondly, it is imperative to augment the government’s allo-
cation of resources toward enforcing cybersecurity regulations. This encompasses 
the allocation of resources towards the implementation of training initiatives, ac-
quisition of specialized knowledge, and establishment of technological frameworks 
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to support law enforcement organizations. Given sufficient resources, these agen-
cies possess the capability to conduct thorough investigations into cybercrimes, 
compile compelling evidence, and bring perpetrators to justice, ultimately discou-
raging cybercriminal activity and reinforcing the legal system. Thirdly, it is imper-
ative to educate businesses and individuals about the various cyber threats that ex-
ist. It is recommended that the government implement public awareness cam-
paigns, workshops, and training programs in order to foster a culture that priori-
tizes cybersecurity [19]. Through disseminating information regarding prevalent 
cyber threats and effective protective measures, individuals and organizations can 
adopt preemptive strategies to secure their digital resources. 

Furthermore, engaging in partnerships with the private sector is imperative to 
facilitate the creation and execution of efficacious cybersecurity measures. It is 
recommended that the government establish collaborations with private sector 
entities, utilizing their proficiency, advancements, and assets. Adopting a colla-
borative approach can facilitate the creation of novel cybersecurity strategies and 
the establishment of resilient safeguards against cyber threats. The recommen-
dations above underscore the significance of fortifying legal frameworks, aug-
menting public consciousness and instruction, fostering cooperation, and allo-
cating resources toward technological advancements [20]. Through implement-
ing these measures, Zambia can bolster its cybersecurity framework, reduce cy-
ber risks, and safeguard its populace, commercial entities, and essential infra-
structure from the escalating menace of cybercrime. The suggestions above are 
based on the discernments obtained through the qualitative scrutiny of supple-
mentary information, underscoring the necessity for all-encompassing and syn-
chronized endeavors to counteract cyber hazards in Zambia. 
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