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Abstract 
The embracing of ICTs and related technologies has enhanced different ap-
proaches for governments worldwide to deliver services to their citizens in a 
smart way. However, the usage of e-government services by common citizens 
is recognized as one of the major setbacks of e-government development in 
both developed and developing countries. Moreover, government agencies in 
these countries are facing great challenges in keeping the citizens motivated 
enough to continue to use e-government services. This research aims to in-
vestigate the factors that influence citizens’ trust towards continue use of 
e-government services in Cameroon. The proposed research model consisted 
of three main constructs including technological, governmental, risk factors 
as well as six demographic characteristics (age, gender, educational level, in-
come, internet experience and cultural perception). A five-point Likert scale 
questionnaire was designed to collect data physically and electronically, 352 
valid questionnaires were retrieved. Simple and Multiple regression analysis 
methods were applied to build an adequate model based on the verification of 
hypotheses proposed. Based on results obtained, four demographic characte-
ristics (age, education, occupation and income) have influence on citizens’ 
trust in e-government meanwhile gender and cultural affiliation have no in-
fluence. Furthermore, technological factors and governmental factors posi-
tively influence trust level in e-government, whereas risk factors have a nega-
tive influence on trust level. Deducing from the results, a list of recommenda-
tions is proposed to the government of Cameroon in order to reinforce citi-
zens’ trust in e-government services. 
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1. Introduction 

Cameroonian government like many other governments in the Sub-Saharan 
Africa has engaged in developing its public services in an attempt to interact 
more efficiently and effectively with the citizens through electronic channels. 
During the past two decades, the role of information and communication tech-
nologies (ICT) has grown in an accelerating rate worldwide and the use of elec-
tronic services has become the standard for the public sector in judging the per-
formance of governments in transactions processes [1]. In other terms, govern-
ments intend to provide their citizens with easily accessible, accurate, real-time, 
high-quality services and information with the use of smart devices, including 
high-speed wireless Internet connections. 

E-Government vision is achieved by implementing digital solutions that sim-
plify procedures, are more accessible to citizens, and that are accompanied by 
policies that promote greater transparency. 

Indeed, e-services provided by e-government have a crucial influence on citi-
zens’ lives and their relationship with governments [2]. On one hand, adoption 
of e-government yields many advantages to governments such as reducing ser-
vice delivery cost, improving operations efficiency, and improving services qual-
ity [1]. On the other hand, e-government provides opportunities for citizen par-
ticipation to achieve social, cultural, economic and political development. The 
success of the informatisation efforts depends, to a great extent; on how well the 
targeted users for such services, citizens in general, make use of them [2]. 

However, citizens face significant barriers to public services which can increase 
marginalization of the poor and vulnerable [3]. A key concern in e-government 
initiatives is to ensure that the transformation is inclusive and does not exacer-
bate existing divides in terms of access, equity, and quality of service delivery. 
Transition from face-to-face to electronic services for the public sector is more 
than a technical or organisational change, but involves ethical dimensions of 
state-citizen interaction in which, trust and consent are at least as important as 
legal authority [2]. 

Some research has been conducted to examine the relationship between citi-
zens’ adoption of e-government and citizens’ trust in e-government [4] [5] [6] 
and which concluded that trust is the main issue that contributes to the diffusion 
of e-government. The existing research has not filled the gap in explaining the 
factors that enhance citizens’ trust and engagement in e-government particularly 
in developing countries. Moreover, the gap in the developing countries is wider 
[7]. 

The importance of this research comes from the fact the success of e-govern- 
ment concept is mainly depending on the citizens’ trust in using e-government 
services. It is expected that the essential factors that may influence citizens’ trust in 
e-government adoption in the Sub-Saharan Africa including Cameroon could be 
different from those associated with Western countries [7] [8]. 

Therefore, this research aims to explore those factors that may influence citi-
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zens’ trust in e-government in Cameroon as an attempt to fill the gap in the 
available literature regarding the research state in developing countries. The 
findings of the current research provide a basis for future developments of effec-
tive e-government procedures and strategies that in turn lead to a higher level of 
citizens’ trust in the services provided by e-government in Cameroon as well as 
other developing countries with similar social, cultural and economic contexts. 

2. E-Government Concepts in the Trust Context 
2.1. E-Government 
2.1.1. Definition 
Several definitions of e-government are currently being applied worldwide. They 
differ depending on the purpose of the definition. Table 1 below highlights some 
of the definitions. 

Furthermore, the World Bank [12] indicates that e-government is a mechan-
ism for whole-of-government public sector modernization that places the citizen 
at the center of the reform. 

2.1.2. Trust 
Trust building is a cumulative process where the level of trust in the earlier stag-
es affects the level of trust in the later stages and impacts the development of 

 
Table 1. E-government definitions. 

Definition of e-government Source 

Use of ICT and its application by government for the provision of 
information and public services to the people. The aim of e-government, 
therefore, is to provide efficient government management of information 
to the citizen, better service delivery to citizens, and empowerment of the 
people through access to information and participation in public policy 
decision-making 

UNDESA 
[10] 

Use by government agencies of information technologies (such as wide 
area networks, the Internet and mobile computing) that have the ability to 
transform relations with citizens, businesses and other arms of 
government. 
These technologies can serve a variety of different ends: better delivery of 
government services to citizens; improved interactions with business and 
industry; citizen empowerment through access to information; or more 
efficient government management. The resulting benefits can be less 
corruption, increased transparency, greater convenience, revenue growth, 
and/or cost reductions. 

World Bank 
[9] 

Use of new ICTs by governments as applied to the full range of 
government functions. In particular, the networking potential offered by 
the Internet and related technologies has the potential to transform the 
structures and operations of government. 

OECD [10] 

E-government is about using the tools and systems made possible by ICTs 
to provide better public services to citizens and businesses. 

European 
Commission 
[11] 
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longer-term trust relationships [13]. Table 2 presents trust definitions. 
In e-government development context, there are several overlapping and con-

sistent factors that impact the building of trust. These factors could be classified 
in two major categories [2]: 

Preinteractional factors: 
• Individual behavioral attributes: individual demographics, culture, past expe-

riences, propensity to trust, benevolence, credibility, competency, fairness, 
honesty, integrity, openness, general intention to use e-services. 

• Institutional attributes: organizational reputation, accreditation, innovative-
ness, general perceived trustworthiness of the organization. 

• Technology Attributes: interface design, public key encryption, integrity. 
Interactional factors: 

• Service attributes: reliability, availability, quality, and usability. 
• Transactional delivery atributes: usability, security, accuracy, privacy,  

 
Table 2. Definitions of trust. 

Definition of Trust Source 

An individual may be said to have trust in the occurrence of an event 
if he expects its occurrence and his expectation leads to behaviour, 
which he perceives to have greater negative motivational 
consequences if the expectation is not confirmed than positive 
motivational consequences if it is confirmed. 

Deutsch [14] 

Expectancy held by an individual or a group that the word, promise, 
verbal or written statement of another individual or group can be 
relied upon. 

Rotter [15] 

Trust exists in a social system insofar as the members of that system 
act according to and are secure in the expected futures constituted by 
the presence of each other or their symbolic representations. 

Lewis and Weigert 
[16] 

Trust means the willingness of a person to rely on an exchange 
partner in whom the person has confidence. 

Moormn, 
Deshpande and 
Zaltman [13] 

The willingness of a party to be vulnerable to the actions of another 
party based on the expectation that the other will perform a 
particular action important to the trustor, irrespective of the ability 
to monitor or control that other party. 

Mayer et al. [17] 

Trust is a psychological state comprising the intention to accept 
vulnerability based upon positive expectations of the intentions or 
behavior of another. 

Rousseau et al. 
[18] 

Trust is the firm belief in the competence of an entity to act 
dependably, securely, and reliably within a specified context. 

Grandison and 
Sloman [19] 

Trust is a subjective expectation an agent has about another’s future 
behavior based on the history of their encounters.” 

Mui et al. [20] 

Trust of a party A to a party B for a service X is the measurable belief 
of A in that B behaves dependably for a specified period within a 
specified context (in relation to service X). 

Olmedilla et al. 
[21] 
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interactivity, quality. 
• Information content attributes: completeness, accuracy, currency, quality. 

2.1.3. E-Government Architecture 
Figure 1 depicts the architecture of e-government with the following layers: 

Presentation layer identifies and describes the system users, who require 
access to government information at different capacities and channels through 
which information is accessible. 

E-government layer: This layer focus on integration of different organization 
data and services into one stop called government portal. 

Business layer provides a functional rather than organizational view of the 
government’s lines of business processes with the aims of mapping existing and 
updating the processes as well as managing them. It is imperative that the busi-
ness processes are simplified and understood by all stakeholders. 

Information architecture layer is divided into two components: 
• The service classification sub-layer: this layer includes the legacy systems 

that need to be integrated into online services delivery, new online systems, 
back-office systems, messaging and directory services. 
• The data standardization sub-layer: the elements of this layer include stan-

dardization of data and information formats, metadata, and data dictionaries. 
This layer ensures the integration and interoperability of services. 

Technology architecture layer: This layer consists of technical infrastructure 
such servers, storage backups, networks (LAN, MAN or WAN), extranets, in-
ternet, cybersecurity solutions. 

2.1.4. E-Government Development in Cameroon 
Based on data collected from UNDESA, the state of e-government in Cameroon  

 

 
Figure 1. Architecture of e-government. 
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is presented from 2003 to 2022 as well as the state based on the e-Participation 
sub-index in the same period in order to illustrate of citizens’ participations and 
usage in e-government services in the country. 

1) E-Government Development Index 
The E-Government Development Index (EGDI) is a composite benchmark of 

e-government development consisting of the weighted average of three inde-
pendent component indices: the Online Services Index (OSI), the Telecommu-
nications Infrastructure Index (TII), and the Human capital Index (HCI). 

Figure 2 depicts the evolution of EGDI in Cameroon, which is evaluated on 
one (1) as well as its ranking on 193 member states. 

Figure 2 indicated that e-government in Cameroon is improving in slow rate 
and moreover the country’s still remain low for the past two decades. 

2) E-participation sub-index 
Public participation is a key dimension of governance, and its importance is 

highlighted in a number of SDG indicators and targets, including target 16.7, 
which calls for ensuring “responsive, inclusive, participatory and representative 
decision-making at all levels”. 

The use of information and telecommunications technology to engage people 
in public decision-making and services delivery is an essential part of e-govern- 
ment, and since 2001 the Survey has regularly tracked developments in e-parti- 
cipation as reflected in the relevant features of national e-government portals 
and websites. 

The E-Participation Index (EPI) assesses online participation utilizing a 
three-point scale that distinguishes between the provision of information (whe-
reby the Government provides information to people), consultation (whereby 
the Government consults on policy or on services delivery at different stages of 
the process and possibly provides feedback), and decision-making (whereby the  

 

 
Figure 2. E-Government development Index in Cameroon for the past two decades [22]. 
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Government involves people in decision-making). 
Figure 3 indicates the scoring of e-participation in Cameroon, which is eva-

luated on one (1) as well as its ranking on 193 member states. 
For the past two decade, Figure 3 shows low scores and ranking of e-participation 

in Cameroon. 
3) Security Risk in Cameroon’s Public Administration 
As shown above, Cameroonian government is promoting the use of Informa-

tion and Communication Technologies (ICT) particularly Internet-technology 
to enhance the government’s service delivery as well as its internal operations. 
However, the potential for improvements in service delivery and internal opera-
tions come with many of the security risks faced by existing systems as well as 
with new risks. 

In Cameroon, the problem of securing information and computer networks 
has become important as government agencies increase their dependence on 
networks or information systems. According to Cameroon’s Government Agency 
in charge of ICT development and cyber security [23], the increase in the num-
ber of attempts to penetrate the integrity of government networks has been ex-
ponential in the past decade as illustrated in Figure 4. These incidents often 
have a profound impact on organizations, particularly for government agencies; 
it can be the loss or access to secret or sensitive information. 

The electronic information systems today are as complex as the business rela-
tionships they need to serve. The words ‘Information Security ’are now familiar 
at the highest levels of the Public Administration. Information security, when 
approached from a corporate perspective, is an enabler of traditional business 
goals in an electronic environment. 

2.2. E-Government Trust Literature Review 

The studies included in this review were conducted in a number of developed  
 

 
Figure 3. E-Participation Index in Cameroon for the past two decades [22]. 
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and developing countries with little studies conducted in Africa. 
The findings of this review demonstrate that most researchers focus on tech-

nical and government agencies factors [24]-[29]. This indicates a large gap in the 
research into the antecedents of trust leading to the successful adoption of 
e-government services. 

Therefore, the antecedents of trust in the context of e-government should be 
analysed with reference to the four dimensions of technology, government agen-
cies, citizens’ aspects and risk as shown in Figure 5. According to [1] [24] [25] 
[30] [31], trust in e-government as the dependent variable where Technological 
factors, Risk factors, Citizens’ aspects and Government agencies factors are in-
dependent variables. 

From the research approach perspective, systematic review involved qualita-
tive, quantitative and mixed methods approaches, with the major focus on quan-
titative approaches. 

In our research, the four dimensions are integrated to investigate their influence  
 

 
Figure 4. Cyber threats progress in cameroon for the past two decades [23]. 

 

 
Figure 5. Research factors. 
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on trust in e-government with citizens’ aspects reflecting the Cameroonian con-
text in terms of social, cultural, economic and demographic characteristics. 

3. Methods and Tools 
3.1. Research Model and Hypotheses Development 

The purpose of the present research was to identify the determinants of citizens’ 
trusts in e-government in the Cameroonian context. Following the literature re-
view, four constructs are identified as the antecedents of trust in e-government 
from the citizens’ perspective as shown on Figure 5. These constructs are citi-
zens’ aspects, technological factors, governmental factors, and risk factors. The 
model is basically based on [1] [2] [32]. Figure 6 depicts the research model with 
the hypotheses denoted H1 to H9. 

3.1.1. Citizens’ Aspects 
Colesca [3] found significant positive impact of some individual factors on trust 
in e-government such as gender, age, disposition to trust, internet experience, 
and education [33]. Indicates that Cameroon has wide diversity of culture and 
the country is considered as Africa in miniature. 

 

 
Figure 6. Research model. 

https://doi.org/10.4236/jcc.2024.121006


P. D. Bavoua Kenfack, C. Njei 
 

 

DOI: 10.4236/jcc.2024.121006 86 Journal of Computer and Communications 
 

In this context, individual cultural perception is also considered. Familiarity 
with internet is one of the most individual characteristics that influences trust in 
e-government [2] [32]; added to the previous factors social class as an antece-
dent to the confidence in e-government services. 

Based on the cited literature review and the Cameroonian context, the follow-
ing hypotheses are proposed: 

H1: Females have more trust in e-government services than males. 
H2: Younger citizens have more trust in e-government services e-government 

services than older ones. 
H3: Educational level positively influences citizen’ trust in e-government ser-

vices. 
H4: Income positively effects citizens’ trust in e-government services. 
H5: Internet experience positively effects citizens’ trust in e-government ser-

vices. 
H6: Cultural perception negatively effects citizens’ trust in e-government ser-

vices. 

3.1.2. Technological Aspects 
Technology is a vital component for IT-based government service adoption 
since it affects individual beliefs that interactions with these systems are expected 
and can be trusted [32] [34]. 

Our literature review reveals that technological aspects are Perceived Useful-
ness, Perceived Ease of Use, Information Quality, and Service Quality. 

1) Perceived Usefulness 
Perceived Usefulness of e-government is related to the degree to which the 

e-government services is useful, helpful, more productive and efficient to make 
citizen’s life easier [35], while Gefen and Straub define Perceived usefulness as 
an extent a citizen believes that using e-government system would enhance per-
formance and improves his/her efficiency [36]. 

Furthermore, citizens will find e-government services useful if it assists them 
to search for information they want and usual users evaluate system according to 
task-oriented outcomes. Perceived Usefulness was found to be significant con-
structs in several e-government adoption literature [24] [37]. 

2) Perceived Ease of Use 
Perceived ease of use is the degree that users believe that using the system 

would be easy and would be free of mental effort [38], in fact, the ease of use is 
another major determinant of attitude towards use an information system. In 
other words, users will have a stronger feeling about the trustworthy of the ser-
vice provider if the provider delivers a service in an easy-to-use manner. Chiu 
study results on web-based learning environment show that perceived ease of 
use is associated certainly with the continuance intention to use [39]. 

For instance, if mobile users have increases in the market it might be a good 
opportunity for a government to offer easy to use mobile government services to 
enhance citizens’ easy access to e-solutions. Mahadeo believed, during pre-im- 
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plementation and implementation stages of electronic government services it is 
likely that perceived ease of use will have a very strong positive effect on citizens’ 
intention to adopt the new technology [40]. 

3) Information Quality 
The information system output includes accuracy, extent of completeness, ex-

tent of relevance, the substances, also whether the information in time, is meas-
ured in Information Quality. In addition, information quality also correlate with 
how the information is presented to the potential users as it needs to be dis-
played in a well-organized way, up-to-date, appropriate, accurate, and easy to 
understand [40]. 

When users receive inadequate, unrelated or unclear information regarding 
the smart government services, it will have a negative influence on their trust 
level of the services [34] [41]. This implies that clients of e-government essential 
need complete, realistic, clear and up to date information about the services of-
fered on e-government platforms. 

4) System Quality 
According to Chatterjee and Gupta, service quality is the customer perception 

on the quality of hardware and software, how reliable the service is, and how 
supportive the staff on handling the service. It is important that the smart gov-
ernment customer service is always available and responds quickly to citizens’ 
concerns [42]. 

Furthermore, study carried out by Sepasgozar, et al. also noted how utilization 
of smart government services can avoid the bureaucratic procedures that some-
times appear when citizens directly visit public services [43]. Poor service quality 
will lead consumers to mistrust the services. Moreover, service users will be he-
sitant and unwilling to use such services if they found the service quality expe-
rience was beyond their expectation level [34] [42]. 

Based on the preceding reviews, the following hypotheses were proposed: 
H7: Technological factors positively influence citizens’ trust in e-government. 
H7a: Perceived usefulness has a positive impact on citizens’ trust in e-govern- 

ment. 
H7b: Perceived ease of use has a positive impact on citizens’ trust in e-govern- 

ment. 
H7c: Information quality positively influences citizens’ trust in e-government. 
H7d: Services Quality positively influences citizens’ trust in e-government. 

3.1.3. Governmental Aspects 
Governmental factors are related to the level of trust and confidence of the citi-
zens towards the government agencies and their beliefs that the government is 
capable to provide affective services to their citizens [34]. A Large body of re-
search examined the relationship between government agencies and trust in 
e-government [35] [44] [45]. 

The majority of these studies found a significant and positive influence of 
trust in government on trust in egovernment. In this study the two dimensions 
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of government agencies suggested by Alzahrani and Maan-Alkhateeb are adopted: 
government reputation and past experience [1] [32]. Consequently, the follow-
ing hypotheses are proposed: 

H8: Government agency factors positively influence citizens’ trust in e-govern- 
ment. 

H8a: Government Agency Reputation positively influences citizens’ trust in 
e-government. 

H8b: Government Agency Experience positively influences citizens’ trust in 
e-government. 

3.1.4. Risk Factors 
Risk is mainly concerned with the issue of privacy and security [32]. A strong 
relationship was found between risk and trust in r-government in previous lite-
rature [32] [44]. 

Privacy in e-services context could be defined as the worry about losing con-
trol over personal information, whereas security is related to any unauthorized 
access to the personal data of the individuals [1]. 

1) Privacy 
Guaranteed privacy is providing formal assurance or promise to citizens that 

their online transaction and information stored online are confidential and pri-
vacy is maintained. McLeod defined privacy as the belief that personal informa-
tion submitted into a system will remain private [40]. 

Citizens’ trust in e-government websites can be affected by the existing priva-
cy policy on e-government websites and those policies should guaranteed citi-
zens’ data protection and the transaction made online [35]. According to Roma-
nia context, privacy was found to have the greatest influence on trust in 
e-government [2]. 

2) Security 
Guaranteed security is the imaginary gate that brings confidence to the infor-

mation system or website users in terms of information availability, integrity and 
confidentiality [35]. Security is a necessary key for the citizen to trust and con-
tinue use e-government websites or services. The infrastructure and platform 
used in these e-government websites or information systems are related to open 
technologies such as Internet [45]. 

Additionally, people will only embrace e-government services if users feel 
trustworthiness in government websites [24]. Therefore, a user who trusts the 
system security expects his/her information will not be compromised by hackers 
and security malware might not use him/her as a zombie to support malicious 
work such as email spammers or denial of service attacks. 

Moreover, the e-government architecture is very complex and has complex 
integration mechanism where data are shared from a different institution, 
therefore it’s a responsibility of government to restrict the utilization of private 
information and secure such information from unintended parties and protect 
citizen privacy. Based on the preceding reviews, the following hypotheses were 
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proposed: 
H9: Risk factors negatively influence citizens’ trust in e-government. 
H9a: Privacy concerns negatively influence citizens’ trust in e-government. 
H9b: Security concerns negatively influence citizens’ trust in e-government. 

3.2. Overall Research Methodology 

Figure 7 showed the overall of our Research Methodology. 

3.2.1. Data Collection 
1) Data Collecting Tool 
The questionnaire was designed as a tool used in collecting data with the aim 

of assessing the proposed model and to examine the relationships between the 
constructs. The questionnaire is documented based on the demographics of the 
respondents. All questions were designed to measure the create variables, which 
are applied to a five-point Likert scale, varying from 1 (“strongly disagree”) to 5 
(“strongly agree”). 

Furthermore, the questionnaires were translated from English to French as the 
two languages are official in Cameroon. 

To ease data collection and limit resources available, the data collection tool 
was deployed electronically through Google online survey questionnaire. Ques-
tions’ items were selected from the proposed model that is based on [38] [40]. 

2) Sampling and data collecting 
A random sample was drawn from Cameroonian citizens living in Yaoundé 

since it is a metropolitan city; Citizens originating from all the ten regions of the 
country were included in the sample. The questionnaire was distributed physi-
cally and electronically through social media: Facebook, and WhatsApp Groups 
where the citizens could click on the link to have the online questionnaire. 

However, with the low culture of online responding, few citizens responded to 
online questionnaire on their own. Therefore, the hybrid method was adopted 
and surveyors could assist the respondents physically or electronically through 
WhatsApp calls for them to respond to the online questionnaire. 

The data collection process was completed in six weeks as from March 13, 
2023. Figure 8 presents an example of data captured. 

3.2.2. Data Analysis Model 
Our data analysis is based on the implementation of the hypothesis-testing algo-
rithm shown in Figure 9. The algorithm is based on Simple linear regression 
and multiple linear regression statistical concepts [46] [47] [48], which are ap-
plied to determine the explanatory factors (independent variables) of citizens’ 
trust in online government services (dependent variable). 

Multiple regression is an extension of simple linear regression. It is applied 
when one wants to predict the value of a variable based on the value of two or 
more other variables. The predicted variable is called the dependent variable (or 
sometimes, the outcome, target or criterion variable). The variables used to pre-
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dict the value of the dependent variable are called the independent variables (or 
sometimes, the predictor, explanatory or regressor variables). 

 

 
Figure 7. Overall research methodology. 
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Figure 8. Example of captured data. 
 

In general terms, Linear regression is a modelling technique for analysing data 
to make predictions. In simple linear regression, a bivariate model is built to 
predict a response variable (Y) from an explanatory variable (X). In multiple li-
near regression the model is extended to include more than one explanatory va-
riable ( 1 2, , , pX X X� ) producing a multivariate model as our research model 
proposed in Figure 6. Figure 9 showed the Hypothesis-testing algorithm ap-
plied. 

1) Statistical Significance (Sig.) 
a) Simple Linear Regression (SLR) 
The simple linear regression model is given by the following equation: 

 0 1i i iY X eβ β= + +  (1) 

where β0 is the intercept, β1 is the slope of the regression line, and ei is the resi-
dual error. Yi and Xi are respectively dependent and independent variables. 

The parameters (β0 and β1) are estimates drawn from a distribution of possible 
values of Yi and Xi input into SPSS Software for computing the model in Figure 
9. 

The standard error of the estimate shows us the spread of this distribution, 
and the Sig. enable us to know whether these estimated paramaters (β0 and β1) 
are statistically different from zero. The mathematical model of statistical signi-
ficance (Sig. or p-value) is presented in subsection. 
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Figure 9. Hypothesis-testing algorithm. 

 
If the estimate for the parameter (β1) could be zero, then it could be that there 

is in fact no relationship or a zero coefficient and a flat line of best fit. A value 
which is not statistically significant is indicated by a p-value greater than 0.05 
(reference). For this research model, if p < 0.05 then the estimates of the para-
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meters are statistically significant and inferred that there is an association be-
tween the variables (Yi and Xi). 

b) Multi Linear Regression (MLR) 
Multiple linear regression extends simple linear regression to include more 

than one explanatory variable. In both cases, the term ‘linear’ is used assuming 
that the response variable is directly related to a linear combination of the ex-
planatory variables ( 1 2, , , pX X X� ). 

The equation for multiple linear regression has the same form as that for sim-
ple linear regression but has more terms: 

 0 1 1 2 2i i i p piY X X X eβ β β β= + + + + +�  (2) 

In a model with p explanatory variables, each explanatory variable has its own 
β_coefficient. 

Multicollinearity occurs when 2 or more predictors ( 1 2, , , pX X X� ) in one 
regression model are highly correlated. Typically, this means that one predictor is 
a function of the other. If multicollinearity is serious and it is ignored, the numer-
ical estimation will be problematic, and the estimated parameters ( 0 1, , , pβ β β� ) 
will not reflect the reality. In order to reduce Multicollinearity effect within the 
scope of this research, principal component analysis of explanatory variable 
( 1 2, , , pX X X� ) is applied with the aim of discerning possible structural effects. 

The process of MLR is identical to that of SLR within SPSS Software by in-
cluding additional explanatory variable in the specification stages. The software 
compute the parameters ( 0 1, , , pβ β β� ) and statistical significance (Sig. or 
p-value) for each explanatory variable (Xp). 

3.2.3. Statistical Concepts 
1) Cronbach’s Alpha 
Before embarking on data analysis, the internal consistency of the data should 

be tested. The indicator used for this is Cronbach’s alpha defined as follows: 

 
2

21
1

ii
n sk

k s
α

 
 = × −
 −  

∑  (3) 

where α represents Cronbach’s alpha, 
k is the number of items in the scale or test. 

2
is  is the variance of each item i. 

s2 is the total variance of the scores of all the items. 
The result of Cronbach’s alpha will be a value between 0 and 1. A value closer 

to 1 indicates better internal reliability of the scale or test, which suggests high 
consistency between items. 

2) Analysis of Variance (ANOVA) 
Analysis of variance (ANOVA) is a statistical method used to compare the 

means (averages) of several independent groups. In this research, ANOVA will 
be used to assess the effect of socio-demographic factors and other factors on 
citizens’ trust in e-government services as presented on our research model. The 
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following represents the summary of the one-way ANOVA: 
a) ANOVA Assumptions: 
The one-way ANOVA tests the null hypothesis indicates that the group means 

are equal. The null hypothesis (H0) is represented as follows: 

H0:  

 1 2 kµ µ µ= = =�  (4) 

where 1 2, , , kµ µ µ�  represent the averages of the k groups. 
b) Calculation of intergroup sum of squares (SCI): 
Calculate the intergroup sum of squares, which measures the variability be-

tween group averages. The SCI formula is as follows: 

 ( )( )2
SCI i

n
ii n X X= ∗ −∑  (5) 

where in  is the size of group i, iX  the average of group i and X  is the over-
all average. 

c) Degree of freedom: 
Calculate the degrees of freedom for the SCT, SCI and SCE. Degrees of free-

dom are used to calculate statistics of value test. The formulas for the degrees of 
freedom are: 

 totDDL 1n= −  (6) 

 intDDL 1k= −  (7) 

 errDDL n k= −  (8) 

where n is the total number of observations, and k is the number of groups. 
d) F statistic: 
Calculate the F-statistic by dividing the intergroup variance by the intragroup 

variance, weighted by the corresponding degree of freedom. The formula for F 
statistic is: 

 int

err

SCI
DDL

F
SCE

DDL

=  (9) 

Then, conduct a significance test by comparing the value of the F statistic to a 
critical F value with the appropriate degrees of freedom. The higher this value, 
the more meaningful the results. Significance indicates whether the result is ob-
tained by chance or due to the independent variable. 

e) Significance test: 
The value of “Sig.” or p-value is known as the significance, which indicates 

whether the difference between the groups is large enough to be taken into ac-
count due to the independent variable rather than being random. Generally, a 
p-value (probability of significance) of less than α (level of significance) is a 
predefined threshold set by the researcher and It is usually 0.05. 

For the scope of the research, α is considered to be 5%; meaning that the risk 
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or probability that the difference is random is less than 5%. The lower the value 
of “Sig.” or p-value, the higher the level of significance. 

In broader terms, p-value is a statistical measure that helps researchers deter-
mine if their hypothesis is correct. This helps to determine the significance of the 
results. The null hypothesis is a default position that there is no relationship be-
tween two measured phenomena. 

Application of p-value 
P-value is a statistical measure that helps researchers determine if their hypo-

thesis is correct. This helps to determine the significance of the results. The null 
hypothesis is a default position that there is no relationship between two meas-
ured phenomena. It is denoted H0. An alternative hypothesis is the one you 
would believe if the null hypothesis is found to be false. Its symbol is H1 or Ha. 

The p-value is a number between 0 and 1. There are charts, spreadsheets, and 
statistical software to help calculate the p-value. The level of significance (α) is a 
predefined threshold set by the researcher. It is usually 0.05. A very small 
P-value, which is below the significance level, indicates that you reject the null 
hypothesis. The P-value, which is above the significance level, indicates that one 
fails to reject the null hypothesis. 

4. Results and Discussions 
4.1. Reliability 

The reliability of the studied variables was tested using Cronbach’s alpha coeffi-
cient, as shown in Table 3 below. The variables whose Cronbach’s alpha is 
greater than the threshold value of 0.7 determined by [49] as an acceptance 
measure for reliability, were retained for the analyses. 

All of the coefficient values were above the cutoff value of 0.7 for the identified 
variables as presented in the table below. Cronbach’s Alpha being between 0.000, 
1.000 and the consistency of data increases as Cronbach’s Alpha approaches 
1.000. Figure 10 illustrates consistency of the variables based on the data 

 
Table 3. Cronbach’s Alpha Coefficient of the suggested model variables. 

Variable Mean Std. Deviation Cronbach’s Alpha 

Trust in e-Government 3.0313 1.2548 0.8168 

Perceived usefulness 3.0653 1.4632 0.7737 

Perceived Ease of Use 3.0966 1.4008 0.8737 

Information Quality 3.0483 1.3547 0.7165 

Service Quality 2.8778 1.3585 0.7496 

Past Experience 2.9205 1.3669 0.7466 

Government Reputation 3.0625 1.3719 0.9565 

Security 2.9205 1.432 0.8627 

Privacy 2.9915 1.4091 0.9437 
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Figure 10. Consistency of data collected. 

 
collected and “government reputation” has the highest level of consistency. 

4.2. Descriptive Statistics 

Table 4 presents demography description: 

4.3. Hypotheses Testing 

The hypothesis-testing algorithm shown on Figure 8 in section 3.2: ANOVA 
analysis is used to test hypotheses H1 through H6, since these hypotheses are to 
examine the existence of statistical differences in respondents’ trust level in 
e-government based on their demographic characteristics. 

In addition, simple linear regression is used to examine the influence of the 
other constructs on trust in e-government, and finally multiple linear regression 
is used to examine the overall influence of all of these constructs on trust in 
e-government. 

4.3.1. Testing of Demography Hypotheses 
To test each of the hypotheses (H1…H6) respectively associated to demographic 
characteristics (gender, age, educational level, income, Internet experience and 
cultural perception), a separate Analysis of variance (ANOVA) test is conducted 
where the testing value is statistical significance (Sig.) also known as p-value de-
scribed in sub section 3.2.2 where “Sig.” is between 0.000 and 1.000. 

The variable has effect or the associated hypothesis is accepted when “Sig.” ≤ 
0.05. The variable effectiveness increases when “Sig.” approaches 0.000. Table 5 
summarizes the results. 

In our data collection process the variable occupation (H0) is included which 
was not initially in our proposed model and based on the calculated F and 
p-value, H0 has effect on trust in e-government services since its p-value is less 
than the threshold (0.05). Based on the results shown on Table 5, similar results  
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Table 4. Demography description. 

 Frequency Percentage % 

Gender 

Female 167 47.4% 

Male 185 52.6% 

Total 352 100.0% 

Age 

18 - 30 104 29.5% 

31 - 40 84 23.9% 

41 - 50 87 24.7% 

51 - 60 77 21.9% 

Total 352 100.0% 

Education 

Diploma/Bachelor 142 40.3% 

High school 72 20.5% 

Postgraduate 66 18.8% 

Secondary School 72 20.5% 

Total 352 100.0% 

occupation 

Entrepreneur 53 15.1% 

Government employee 81 23.0% 

Pensionary 36 10.2% 

Private employee 89 25.3% 

Self-employee 32 9.1% 

Student 61 17.3% 

Total 352 100.0% 

Income per month 
(CFA) 

250,000 - 500,000 107 30.4% 

500,000 - 800,000 82 23.3% 

Above 800,000 63 17.9% 

under 250,000 100 28.4% 

Total 352 100.0% 

Internet Experience 

>10 years 67 19.0% 

1 - 5 years 93 26.4% 

6 - 10 years 117 33.2% 

Less than one year 75 21.3% 

Total 352 100.0% 

Region of origin 

Adamaoua 30 8.5% 

Centre 41 11.6% 

Est 34 9.7% 

Extreme Nord 27 7.7% 
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Continued 

 

Litoral 45 12.8% 

Nord 39 11.1% 

Nord Ouest 35 9.9% 

Ouest 34 9.7% 

Sud 40 11.4% 

Sud Ouest 27 7.7% 

Total 352 100.0% 

Mastering of local 
language 

No 139 39.5% 

Yes 213 60.5% 

Total 352 100.0% 

Participation in 
cultural activities 

No 145 41.2% 

Yes 207 58.8% 

Total 352 100.0% 

 
Table 5. ANOVA analysis results of the demographic characteristics. 

Demographic 
Category 

Classification Mean Std. Deviation F Sig. Decision 

Gender 

Female 3.11 1.326 

1.183 0.278 No effect Male 2.96 1.186 

Total 3.03 1.255 

Age 

18 - 30 2.96 1.238 

2.014 0.012 Effect 

31 - 40 3.32 1.234 

41 - 50 2.91 1.282 

51 - 60 2.95 1.245 

Total 3.03 1.255 

Education 

Secondary School 2.88 1.034 

2.926 0.025 Effect 

High school 3.03 1.267 

Diploma/Bachelor 2.96 1.360 

Postgraduate 3.35 1.196 

Total 3.03 1.255 

Occupation 

Entrepreneur 2.72 1.150 

3.670 0.014 Effect 

Government 
employee 

3.12 1.317 

Pensionary moyen 2.89 1.214 

Private employee 2.96 1.278 

Self-employee 3.41 1.132 
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Continued 

 

Student 3.18 1.272 

   Total 3.03 1.255 

Monthly 
Income 

250,000 - 500,000 2.78 1.152 

4.468 0.004 Effect 

500,000 - 800,000 3.34 1.363 

Above 800,000 2.81 1.216 

under 250,000 3.19 1.228 

Total 3.03 1.255 

Internet 
Experience 

Less than one 3.15 1.099 

2.106 0.034 Effect 

1 - 5 years 3.04 1.188 

6 - 10 years 3.09 1.368 

>10 years 2.79 1.297 

Total 3.03 1.255 

Participation 
in cultural 
activities 

No 3.03 1.193 

0.002 0.968 No effect Yes 3,03 1,299 

Total 3,03 1,255 

 
recorded for H2 through H5 meanwhile the associated variables for H1 and H6 
have no effect on trust in e-government services since their respective calculated 
p-values were not significant (Sig.). 

4.3.2. Testing of Hypotheses (H7…H9) 
Following our proposed hypothesis-testing algorithm, hypotheses H7, H8 and H9 
with respective associated variables: technological factors, governmental factors 
and risk factors are analyzed based on a two-step linear regression. Firstly as 
separate influence of each variable in the construct is examined to test the 
sub-hypotheses and secondly, multi linear regression for each hypothesis. 

1) Hypothesis H7 (Technological Factor) 
The hypothesis (H7) with construct as technological factor consists of four 

sub-hypotheses (H7a through H7d) with associated variables as perceived use-
fulness, perceived ease of use, quality of information and quality of service. The 
results of the simple linear regression of each of these sub-hypotheses are shown 
on Table 6. 

Table 6 illustrates that H7a, H7b, H7c and H7d are supported and the variables 
associated with these sub-hypotheses are found to have a positive influence on 
citizens’ trust in e-government since for each case, p-value (sig.) is less than 0.05. 
Information quality has the strongest influence (standardized β = 0.137), whe-
reas service quality has the weakest influence (standardized β = 0.079). Detail il-
lustration is shown on Figure 11 below. 

2) Hypothesis H8 (Governmental Factor) 
The hypothesis (H8) with construct as governmental factor consists of two  
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Table 6. Simple linear regression: Technological factors. 

Variable R Square 
Adjusted  
R Square 

Std. Error 
of the 

Estimate 

Unstandardized 
Coefficients B 

Standardized 
Coefficients 

Beta 
t Sig. Decision 

Perceived 
usefulness 

0.013 0.01 1.248 

(Constant) 3.366 

0.114 

19.822 0 

Effect Perceived 
usefulness 

0.109 2.143 0.033 

Perceived Ease 
Of Use 

0.018 0.015 1.245 

(Constant) 3.384 

0.134 

21.96 0 

Effect Perceived Ease 
Of Use 

0.117 2.539 0.0193 

Information 
quality 

0 0.002 1.256 

(Constant) 2.646 
 

16.175 

0.01 Effect Information 
quality 

0.126 0.137 2.579 

Service quality 0.006 0.003 1.253 
(Constant) 2.821 

0.079 
18.015 0 

Effect 
Service quality 0.073 1.485 0.0138 

 

 
Figure 11. Technological factors. 

 

sub-hypotheses (H8a and H8b) with associated variables as past experience and 
government reputation. The results of the simple linear regression of each of 
these sub-hypotheses are shown in Table 7 below. 

Table 8 illustrates that the two sub-hypotheses (H8a, H8b) that composite H8 
are supported and the variables associated with these sub-hypotheses are found 
to have a positive influence on citizens’ trust in e-government since p-value is 
less than 0.05 for both variables. Government reputation has a stronger influence 
(standardized β = 0.203) than Past experience (standardized β = 0.061). Figure 
12 below illustrates the results. 

2) Hypothesis H9 (Risk Factor) 
The hypothesis (H9) with construct as risk factor consists of (H9a and H9b) 

with associated variables as security and privacy. The results of the simple linear  
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Table 7. Simple linear regression: government factors. 

Variable R Square 
Adjusted R 

Square 

Std. Error 
of the 

Estimate 

Unstandardized 
Coefficients B 

Standardized 
Coefficients 

Beta 
t Sig. Decision 

Past Experience 0.004 0.001 1.254 
(Constant) 2.873 

 
18.737 

0.0253 
Effect 

 Past Experience 0.054 0.061 1.146 

Government 
Reputation 

0.041 0.038 1.23 

(Constant) 2.494 
 

16.246 

0.0112 
Effect 

 Government 
Reputation 

0.181 0.203 3.874 

 

 
Figure 12. Governmental factor. 

 
Table 8. Simple linear regression: risk factors. 

Variable R 
Adjusted R 

Square 

Std. Error 
of the 

Estimate 

Unstandardized 
Coefficients B 

Standardized 
Coefficients 

Beta 
t P-value Decision 

Security 0.003 0.000 1.255 
(Constant) 3.179 

 
20.596 

0.0289 Effect 
Security −0.051 −0.057 −1.063 

Privacy 0.001 −0.002 1.256 
(Constant) 3.099 

 
20.159 

0.0440 Effect 
Privacy −0.023 −0.026 −0.493 

 

regression of each of these sub-hypotheses are shown in Table 8. 
Table 8 illustrates that the two sub-hypotheses (H9a, H9b) that composite H8 

are supported and the variables associated with these sub-hypotheses are found 
to have a negative influence on citizens’ trust in e-government since p-value is 
less than 0.05 for both variables. Security has a stronger influence (standardized 
β = −0.057) than privacy (standardized β = −0.026). Details are illustrated on 
Figure 13 below. 

4.3.3. Multiple Linear Regression 
Multiple linear regression is applied to examine the combined influence of 
technological factors, governmental factors, risk factors and their interactions on  
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citizens’ trust in e-government. Tables 9-11 summarize the results: 
Table 9 shows that the determination factor R2 is equal to 4.5%, which means 

that the examined constructs explain about 4.5%, of the change in citizens’ trust 
in e-government. 

 

 
Figure 13. Risk factor. 

 
Table 9. Model summary. 

Model R R Square Adjusted R Square 
Std. Error of the 

Estimate 

1 0.213a 0.045 0.037 1.231 

a. Predictors: (Constant), Governmental Factors, Technological Factors, Risk_Factors 
 

Table 10. ANOVA. 

Model Sum of Squares df Mean Square F Sig. 

1 

Regression 25.113 3.000 8.371 5.522 0.001b 

Residual 527.543 348.000 1.516   

Total 552.656 351.000    

b. Predictors (Independent Variable): (Constant), Governmental Factors, Technological 
Factors, Risk Factors. 

 
Table 11. Coefficients. 

Model 

Unstandardized 
Coefficients 

Standardized 
Coefficients 

Beta 
t Sig. 

B Std. Error 

1 

(Constant) 2.804 0.154  18.155  

Technological Factors 0.122 0.066 0.097 1.845 0.004 

Governmental Factors 0.216 0.066 0.172 3.281 0.001 

Risk_Factors −0.076 0.047 −0.085 −1.624 0.002 
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As shown on Table 10, the model is globally significant (F = 5.522 and 
p-value = 0.001). Thus, the factors considered entirely indicate citizens’ trust in 
government services. At 5% threshold of the p-value, the coefficients of the three 
factors all seem significant. Thus, technological, government and risk factors are 
the elements that affect citizens’ trust in government services. 

Table 11 illustrates the influence of each independent construct, the largest 
influence is for the governmental factors (standardized β = 0.172, p-value = 
0.001), followed by technological factors (standardized β = 0.097, p-value = 
0.004), then risk factors (standardized β = −0.085, p-value = 0.002). Figure 14 
depicts the results. 

4.4. Discussions 

Based on the proposed research model, results were recorded on three constructs 
(technological factors, governmental factors and risk factors) as well as the de-
mographic characteristics of the citizens captured in the study sample. 

Regarding the demographic characteristics, the findings showed expected re-
sults as most of the characteristics are had statistically significant differences in 
the level of citizens’ trust in e-government except gender and cultural affilia-
tions. Concerning gender, the findings matches the findings of [2] [5] and [32] 
who indicated that the difference between males and females is not significant. 
One possible reason for this insignificance is that the use of internet and inter-
net-supported systems is accessible for both males and females; therefore, gender 
is no more a determining factor [12]. As for cultural affiliations, the result con-
firms the rapid growth of ICT adoption in the society including the rural areas 
where ICTs is considered to improve on agriculture in Cameroon [50], which is 
the predominant activity. Therefore, cultural practices or believes do not influ-
ence citizens’ trust in e-government services in Cameroon. 

Regarding technological factors, the findings revealed that technological fac-
tors significantly influence trust level in e-government. This result seems logical, 
when the system that provides the intended service is useful, easy to use, availing 
accurate and timely information, reliable, and responsive to the users’ enquiries, 
the users’ trust level in the system is expected to rise. The current study examined  

 

 
Figure 14. Main variables influence. 
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four technological factors (perceived usefulness, perceived ease of use, service 
quality and information quality), the findings relating to service quality and in-
formation quality are in line with the findings of [1]. The findings concerning 
the other two factors are supported by the findings of [2] who found that per-
ceived usefulness positively influence trust in e-government, and [1] who found 
a significant influence of perceived ease of use on intention to use e-government 
system. 

Regarding governmental factors, two variables are included in the research: 
past experience and reputation. Governmental factors in the research have the 
strongest influence of the citizens’ trust in e-government. This result is consis-
tent with [1] and [32]. Indeed, governments have a critical role in gaining users’ 
trust in the e-government system and maintaining these users as regular ones. 
This could be achieved by providing high quality services to the users particu-
larly those who are new to the system, as the users’ past experience is a deter-
mining factor of trust. Furthermore, government reputation is also vital for en-
couraging users to use e-government services, if the government agencies are 
trustworthy in the traditional form of providing services through offices and 
departments, this may positively influence their e-services, particularly that [2] 
revealed that perceived governmental trustworthiness will positively influence 
the trust in e-government services. 

Regarding risk factors, two variables are included in the research: privacy and 
security concerns and the results reveal that these factors influence negatively 
citizens’ trust in e-government services where these results falls in line with the 
study carried out by [32]. These results seem logical in the Cameroonian context 
viewing the exponential growth rate of cyber threats and cybercrimes in the 
country as reported by [23]. Specifically, Citizens’ concerns about their personal 
information or critical information and the possibility of misusing these infor-
mation either intentionally or accidently by other parties undermine their trust 
level in e-government. 

4.5. Recommendations 

Table 12 presents our different recommendations to improve trust in E-government 
services. 

5. Conclusions 

The research is aimed at exploring those factors that may influence citizens’ trust 
in e-government in Cameroon as an attempt to fill the gap in the available lite-
rature regarding the research state in developing countries. In addition, present 
to the government of Cameroon a list of recommendations deduced from the 
results obtained that will reinforce citizens’ trust in e-government services. Based 
on an extensive literature review, a research model was proposed, which hypo-
thesizes three relationships between three selected constructs as well as six de-
mographic characteristics. The analysis of the gathered data applied simple and  
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Table 12. Recommendations. 

 Recommendations Principal 
affecting 
factors 

a) The government should put in place mechanisms to integrate 
citizen’s views in all the phases of developing e-government 
projects. 

Demographic 

b) When the government is designing and implementing 
e-government service related projects, emphasis should be put in 
place to ensure that the intended services are useful, easy to use, and 
responsive to the users’ enquiries. 

Demographic 
and 
Technological 

c) As in b), the information provided by the intended e-government 
services should be available, accurate, reliable and accessible in a 
timely manner. 

Demographic 
and 
Technological 

d) Government should put in place mechanisms to regularly evaluate 
government agencies based on citizens’ feedbacks. 

Governmental 

e) To encourage local industry who understands better the country 
context, the government should support the start-ups business 
innovation platforms and small medium enterprises (SME) in 
grants, tax incentives, subsidized loans and procure their systems in 
line with government quality and standards criteria 

Demographic 
and 
Technological 

f) The government should provide training programs and more 
seminars to citizen about benefits of e-government services and 
providing citizen with educational programs that will raise an 
awareness about online security and online protections. 

Risk, 
Demographic 
and 
Governmental 

g) All stakeholders including policymakers, public officer, IT experts, 
private sectors, citizens should coordinate and work together to 
enact laws, policies, regulation, plans and guidelines that will set 
control to all e-services activities. 

Demographic, 
Technological, 
Governmental 
and Risk 

h) The citizen’s privacy and security when they transacting online are 
key foundation to trust in e-government and critical factors for any 
system uptakes. Therefore, the government should build a trust 
mechanisms by investing seriously in area of computer defence and 
security. 

Risk and 
Governmental 

i) With the advent of Artificial Intelligence (AI) and Machine 
Learning (ML), the government could sponsor the fostering of this 
research in building intelligent advisory systems used as tools to 
reinforce citizens’ trust in e-government services based on 
automatic running of the hypothesis-testing algorithm described in 
Figure 9 

Demographic, 
Technological, 
Governmental 
and Risk 

 
multiple regression models. 

From the results obtained, four demographic characteristics (age, education, 
occupation and income) have influence on citizens’ in e-government meanwhile 
gender and cultural affiliation have no influence. With regard to the influence of 
each independent construct (technological factors, governmental factors and 
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risk factors); all of the proposed constructs significantly influenced trust level in 
e-government. The research results conclude that technological factors and go-
vernmental factors positively influence trust level in e-government, whereas risk 
factors have a negative influence on trust level. As Cameroonian government 
engages in developing e-government services, the government is encouraged to 
implement the recommendations in order to reinforce citizens’ trust in e-go- 
vernment services. 

For future research, the scope could be extended to citizens living in all the ten 
regions including urban and rural areas. 

In perspective, emerging technologies such as Artificial Intelligence (AI) and 
Machine Learning (ML) could be deployed with the aim of fostering this re-
search in building intelligent advisory systems used as tools to reinforce citizens’ 
trust in e-government services. The principal deliverable of the research project 
will be an intelligent system based on the implementation of the hypothe-
sis-testing algorithm shown in Figure 9. 
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