Journal of Applied Mathematics and Physics, 2015, 3, 911-920 .0% Scientific
Published Online July 2015 in SciRes. http://www.scirp.org/journal/jamp ’Q:O’ sﬁzﬁ:ﬁ’igg
http://dx.doi.org/10.4236/jamp.2015.37111 ¢

Reliability Analysis of a Redundant Cascade
System by Using Markovian Approach

Nalabolu Swathi, Tallapureddy Sumathi Uma Maheswari

Department of Mathematics, Kakatiya University, Warangal, India
Email: swathinalabolull@gmail.com, sumathiuma21l@gmail.com

Received 17 November 2014; accepted 26 July 2015; published 29 July 2015

Copyright © 2015 by authors and Scientific Research Publishing Inc.
This work is licensed under the Creative Commons Attribution International License (CC BY).
http://creativecommons.org/licenses/by/4.0/

Open Access

Abstract

In the present work, it is assumed that the n-components are arranged in the hierarchial order.
The n-cascade system surviving with loss of m components by k number of attacks is studied; the
general equation for the reliability is obtained for the above said system; and the system reliabili-
ty is computed numerically for 6-cascade system for 2-number of attacks.
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1. Introduction

Reliability of a system is the probability that a system will adequately perform its intended purpose for a given
period of time under stated environmental conditions [1]. In some cases system failures occur due to certain type
of stresses acting on them. Thus system composed of random strengths will have its strength as random variable
and the stress applied on it will also be a random variable. A system fails whenever an applied stress exceeds
strength of the system. Probability and reliability were explained by Shooman [2]. The applications of time
dependent stress strength models are explained by Schatz R. et al. [3]. Reliability of a n-cascade system with
stress attenuation was proposed by Pandit & Sriwastav [4]. Estimation of reliability was explained by William
[5]. Raghavachar et al. [6] [7] studied the reliability of a cascade system with normal stress & strength distri-
bution and survival function under stress attenuation in cascade reliability. Detailed explanation of mixture dis-
tributions is given in [8]. T. S. Uma Maheswari [9] explained reliability of cascade system with normal stress &
exponential strength. T. S. Uma Maheswari [10] studied reliability comparison of an n-cascade system with the
addition of an n-strength system. T. S. Uma Maheswari [11] explained relaibility of single stress under n-
strengths of life distribution. Rekha et al. [12] studied cascade system reliability with rayleigh distribution. In
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reliability theory, there are lots of real life situations where the concept of mixture distributions can be applied.
For example, in life testing experiments, the systems will be failed due to different causes and the times to fail-
ure due to different reasons are likely to follow different distributions. Knowledge of these distributions is es-
sential to eliminate cause of failures and thereby to improve the reliability. Maya, T. Nair [13] described the es-
timation of reliability based on finite mixture of pare to and beta distributions.

Stochastic process is a mathematical model that evolves over time in a probabilistic manner. A special kind of
stochastic process is called Markov process, where the outcome of an experiment depends only on the outcome
of the previous experiment, i.e., the next state of the system depends only on the present state, not on preceding
states. Cascade redundancy is the provision of alternative means or parallel paths in a system for accomplishing
a given task such that all means must fail before causing a system failure. The reliability model is being studied
here. The probabilities of component failure depend on the relative positions of the particular components along
the hierarchy.

It is assumed that the n-components are arranged in the hierarchical order as C,,C,,---,C,. If C, is the ac-
tive component during an attack, let p;, p,,~=-,p,;, and p;; are the probabilities that C; survives, C,
fails, but C,,, survives etc., and ¢, be the probability that the components C;,C,,,,---,C fail in the same
attack. Thus, we have, p;+p;,+---+p;,+¢q,,=1 for i=1,23,---,n.

In the present, probability distribution of the number of attacks required for failure of a n-component hierar-
chical cascade system, as defined above, is investigated and the probability of the system surviving k attacks,
sustained a loss of the first m components, is studied.

2. Notation and Explanations

P, (k) : Probability that a n-component system fails in the kth attack.

P, (k): The corresponding probability distribution function P, (k)=3""_p,(r).

P, (z : The corresponding probability generating function.

Ron k) : The reliability of the n-component system surviving “k” attacks with a loss of “m” components.
Pon (k) : The probability of the n-component system surviving “k” attacks with a loss of “m” components.
S, ;: The eventthat C; survives “j” attacks.

F ;: Theeventthat C; fails at jth attacks.

A (k) : The event that the n-component system fails at the kth attack.

/3 : The serial number of attack at which C,_, failsbut C_ does not fail.

A, (k,B): The event that C,, fails at the jth attack and C, fails at the kth attack. When g<k, C, is
attacked but survives the attacks number S, B+1,--,(k—1). When g=k, A (k,k)=A (k)F,. ie. the
component C,, failsin the kth attack and C, also fails in the kth attack.

B, (k) : The event that the system survives k attacks with a loss of the first m components.

7, . The transition probability matrix for a n-component system. This is a (n + 1)th order matrix. It should be

noted that the (i + 1)th row stands for the initial state s;, i=0,1,2,---,n. Similarly, for the columns.
T. Q
o 1
consists of zeros except for unity at the (k+1)th column.

Ri (I’): pikHiZ/H;,«ei:l( Pi =P, )

p; ;: Probability that C;,C;,,,---,C;, fail and C; survives during an attack; C, is the first component
facing this attack, components C, ,C. ,,---,C, having failed during earlier attacks, if any.

0; , - The probability that C;,C, ,,---,C, fail at an attack when C; is the first component facing this attack;
components C, ,,C,,,---,C, having failed during earlier attacks, if any.

«; - Serial number of attack at which C; fails.

R.;:The (i,j)th elementof z,.Thus, 7, = =(p;) - The last row of this (k+1)th order matrix

Obviously,
Pij j<n+1
: j=n+1
R; =The (i, j)th element of 7, = Gin : ST
Pii =B J=1
0 otherwise
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7, = The trasition probability matrix for a n-component system

Pr P2 Pzt P G
0 P2 P2z Pan Gan
0 0 Ps-r Pan Usn
=- - - - q

o 0 0 p q
o 0o o0 o0 1

Let a system consist of three components C,,C, and C,. The system with the hierarchical ordering C,C,C,
will have the transition probability matrix.

7, = The trasition probability matrix for a 3-component system

P P2 Pz Ois
0 P Py Ups
0 0 p; G
0 O 0 1

3. Reliability Evaluation
Reliability of a System for k Attacks

Here consider the probability that the system survives “k” attacks with a loss of the first “m” components. Let
Rin (k) is the reliability of the n-component system for “k” attacks with a loss of “m” components.

The Two Component System:

For m =0, we get

Ry (k) = Reliability of 2-component system for k attacks with loss of zero components = Py

For m = 1, we have the corresponding event

B, (k) = The event that the system survives k attacks with loss of first component
k
=U |:Sl,a—1 NS0 N SZ,k—a:|
a=1

The corresponding probability

R, (k) = Reliability of 2 component system for k attacks with loss of one component
2
=poo [ P /(= p,)+ 05 /(- 1) | = P A (2)
i=1

here A (2) means the event that ith component system fails at 2™ attack.
It is obvious that when m = 2

P, (k)= p, (k)= Probability of 2-component system fails in the kth attack
=0 plkil + p1,2q2[p1k/( P - pz)"‘ p;/( p, - pl)]

The Three Component System:
When m = 0, we get

Ry 5 (k) = Reliability of 3 component system for k attacks with loss of zero components = py

When m = 1, we have the corresponding event
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B, (k) = The event that the system survives k attacks with loss of first component

= Lk_Jl|:Sl,a—l NS0 N S3,k—a:|

Hence

R, ; (k) = Reliability of 3 component system for k attacks with loss of one component

:p1,z[p1/ pz +p2/ } plzzpﬁ( )

here A (2) means the event that ith component system fails at the 2" attack.
When m = 2, the corresponding event

B, (k) = The event that the system survives k attacks with loss of first two component
k k
= U U |:Sl,zz—l M S(l,Z),a N S3,/f'—a M S(Z,S),[;’ M SS,k—ﬂ:| = U |:Sl,a—1 M S(l,3),a M SB,k—a:|
a=1p=a a=1
Hence

R, 3 (k) = Reliability of 3 component system for k attacks with loss of two components

=p1.{ /(P =) +p3/ (ps —p1)+pl,zpz.sg[p?”/ﬂli_l(pi—pj)ﬂ

It is obvious that
Py (k)= p; (k)= Probability of 3-component system fails in the kth attack

=0y Pf + Puolos | P /(0= 02)+ 05 /(P - 1)) ]

+p1,3Q3[ /(P = ps)+p5 /(P - pl)]erlzpzs% [M/Hml )}

The Four Component System:
When m = 0, we get

Ry 4 (k) = Reliability of 4 component system for k attacks with loss of zero components = Py

Similarly, form=1

R, (k) = Reliability of 4 component system for k attacks with loss of one component
2
= pl,ZZ A (2)
i=1

Form=2

R, , (k) = Reliability of 4 component system for k attacks with loss of two components
3
= pl,{pf/( P Py)+ pak/( PP+ PuaPoad | P/ TP, )ﬂ
i=1

Form=3

Ry4 ( k) = Reliability of 4 component system for k attacks with loss of three components

=pl,{pf/( - P,)+ pﬁ/(p P, )+ PraPes 2 [p.k”/l_[m_l P - )J
TP12Pas p3,4iZ::[ pikJrl/HLj:i:l( Pi = P; )ﬂ
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Form=4

P4 (k)= p, (k) = Probability of 4-component system fails in the kth attack

p! s pi Ps
:ql"‘plk+p1'2q2"‘[(p “5) (e )}pl'sq&{(p ) (- )}
1 2 2 1 1 3 3 1

pk pk 4 p_k
+ Pl o }p,p,q‘ —
v 4{(pl_p4) (p4_p1) o 34; H?iizl(pi_pj)

p-k 4 p‘k+l
TP:2P2,44 I + PP Paa s ) | =
1,21M2.4 4i:1vzy4HJ¢i:1'2v4<pi_pj) 1,2 M2,3M3,4 4; H4 (pl_pj)

j#i=1
The Five Component System:
Form =0, we get
Rys (k) = Reliability of 5 component system for k attacks with loss of zero components = pr

For m = 1, the corresponding probability

Ris (k) = Reliability of 5 component system for k attacks with loss of one component

k

=p1,{(pplk B2 )}pl,ng(Z)

1_p2) (pz_p1

Form=2,

R, s (k) = Reliability of 5 component system for k attacks with loss of two components

k+1

B Py n Ps + ) [
_pl’3|:(p1—p3) (ps_pl):l p1,2p2,3;[1_[3 (pi_pj)]

jri=l

Form=3,
Rs (k) = Reliability of 5 component system for k attacks with loss of three components

p}

. Lo, SN P
_pl{(pl—m) (m—m)} p1'2p2'4i-§4[H4 (p‘_p")]

jri=l

4 p_k+1

+ P2 Pas p3,4z —
i1 H;i:l( Pi— pl)

Form=4,

Rys (k) = Reliability of 5 component system for k attacks with loss of four components

pk pk p_k+1 p_k+1
=p, e }p,p, ——— | P3P —_
15|:(p1_ p4) (p4_ pl) v 25i:§v5 Hi=1,2,5<pi - pj) B 35i:12'3:'5 Hi:l,3,5(pi - pj)

k+1
Pi

5
+P12P53P54 p4,52 5 [~ -\
=1 |:Hj¢il( Pi =P )]

Form=5,
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Ps s (k) =P (k) = Probability of 5-component system fails in the kth attack

k

pk p pk pk
:q15pf+p12q25|:(p_1p)+(p _Zp):|+pl3q35|:(p_1p)+(p jp):|
1 2 2 1 3 3 1

k

Py A

*p“q“'{(pl-p4>+<p4—pl)}+p“’q{< SNCEr }

pik
FPePoslhs D [ | PuaPaud
o 34i_1’213|:H?¢i1(pi_pj) o 45_134|:HJ’“ 134 J):I

k

P
+Py3Pasls )

i:1v2v5_Hj¢i:1,2,5( Pi— pj) i= 1'3'5[Hj¢i—1,3,sl( Pi = P; )]

+ pl,Z p2,5q5

— p_k T 5 p_k+1
+PyuPysd | PuaPagPaaPests Y| =5
1,4 4,5 5i:1v415_Hj¢i:1y4'5(pi_pj)_ 1,21M2,31F3,41M45 5; HS (pl_pj)

j#i=l
The Six Component System:
For m =0, we get
Ry s (k) = Reliability of 6 component system for k attacks with loss of zero components = )
For m = 1, the corresponding probability

R, ¢ (k) = Reliability of 6 component system for k attacks with loss of one component

k

i pl‘z[(plplk e pﬁ}: p”gp‘ )

_pz)

Form=2,
R,6 (k) = Reliability of 6 component system for k attacks with loss of two components

k k

B P Ps L
_p1,3|:(p1_p3) (pg_pl):| p12p232|:1_[,¢| 1(pI p)]

Rss (k) = Reliability of 6 component system for k attacks with loss of three components

. { ol Bl } A -
M4 1,2 M2,4
( p1 - p4) ( p4 - pl) i=1,2,4 Hli:l( pi — pj)

4 p_k+1
+ Py2P2s p3,4z —
i=1 Hli:l( Pi— pj)

R, (n) = Reliability of 6 component system for k attacks with loss of four components

. { P bl } - ol
— M5 1,225
(P=ps) (Pi—py) 75| [Tiaos(Pi—Py)

l: p}<+1 ] 5 l:)_k+1
+ P13Pss z [t Pu2P2sPss p4,sz —
i=13,5 Hi:1,3,5( Pi— pi) i=L Hiti:l( P - pi)

Form=3,

Form =4,
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Form=5,

R; ¢ (k) = Reliability of 6 component system for k attacks with loss of five components

pk pk p_k+1
=p Tt } PP e
Lo |:( pl - p4) ( p4 - pl) v 2Y6i=;2:,6 Hi:l,z,e( pi - pj )
k+1

pik+1 Pi
+ P3P = | T P2Pr3Ps4P
13 316i_123,5[1_[i1’3’5( b - D, )] 12P2,3P3.4 4,si_1'§4’6[1—[j¢i1'2’3’4’6( =) )]

6 p_k+l
+ PoP23P34Pss ps,ez I
i=L Hli:l( Pi— pi)

Form =6,
Pe 6 (k) =P, (k) = Probability of 6-component system fails in the kth attack

Py P} p: Ps
:qL6p1k+p1,2q2,6|:(p _1p )+(p —2p )}‘F pl,3q3,6|:(p —lp )+(p _3p ):I
i 2~ Pt i 3~ Py

k

Py s 2 e
+ PG + + PysQ +
14 4’6|:(p1—p4) (pA_pl):| v 5Y6|:(p1_p5) (pS_pl):|

+p1,5qs[( p5)+ . )] p”p”q”l%e{ﬂjﬁ,szi_pi)}

pi
+Py3 P40 +PraPasss 2
Rt 4[HJ¢I—134 1)} e Sei1’4'5[Hj¢i—1,4,5(pi_pj)]

p P
+ +
P2 P, 6q6I Z. HM . 6( 3 ) Pus p3,eQei:lvsye_l—[j#:l‘%( b D, )_
z - k -
+PLaPsgls pl + PysPs60s P
i=1,4,6 HJ#I =1,4,6 p' i=156 _Hj;ti:l,S,G( pi - pj )_

5 6 p,k
+ p1,2 pz,s p3,4q4,52 + p1,2 p2,3 p3,4Q5,6 z =6
i=L |:H5]¢| =1 p' ] i=1 |:H?¢i_1( pi - pj )

+ P2 P23P3456% Z|:I—}
=K L(pi-p))
ji=1\ M1 ]

The general equation for probability of n-component system fails in the kth attack
Pun (k)= p, (k) = Probability of n-component system fails in the kth attack

k

n k k n )
= q]_,n plk + Zzplyrqr,n |:( pl + pf p )} + Z pl,r pr,sqs,n z [ pl :l
r= 1

P - pr) (pr - r=2,s=r+1 i=Lr,s Hj¢i:1,r,s( pi - pJ)

n k n k+1
+ Zpl,r pr,nqn,n_ Z I:H pl p)]++ pl,r pr,r+1 pr+1,r+2 pn—l,nqn,nZI:l_[npl—:|

r=2, i=Lrn j:ti:l,r,n( Pi =P, i=1 J-#i:l( p; - pj)

The general equation for reliability of n-component system for kth attack
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Ran (k):1— Py (k)

n k k
:1_[ql,n plk + Z pl,rqr,n |:( P + P :|
r=2

P=p) (P =)

. P N P
+ p N pr,sqs‘n + p T pr,nqn‘n
f=2§”1 1 i‘lz'm[l_[jﬂl,r,s( Pi = P )] ’:ZZ 1 i‘;nlnjiil,r,n( Pi =P )]

i=1

n p'k+1
et Py Prora Praarsz 7 Pocnln n2|:nl—
o ' CE T i—p,—)]

j#i=l

4. Example

Let us consider a transition probability matrix of order 7 for 6-component system

[0.40 023 0.8 0.0 0.5 0.3 0.01]
0 035 020 018 0.12 0.10 0.05
0 0 030 022 020 015 0.13
7e=| 0 0 0 033 024 022 021
O 0 0 0 045 030 025
O 0 0 0 0 055 045
o 0o o0 0 0 0 1|
[0.40 023 0.18 0.10 0.05 0.03][0.017[0.0867[0.150][0.1731[0.16137[0.13197[0.0986 ]
0 035 020 018 0.12 0.10| 0.05|0.156 || 0.192 || 0.178 || 0.1417 || 0.1022 || 0.0689
0 0 030 022 020 0.15|/0.13|/0.203|/0.199 || 0.160 || 0.1146 || 0.0759 || 0.0477
|0 0 0 033 024 0220210228/ 0.19210.139 | 0.0919 || 0.0575 || 0.0347
0O 0 0 0 045 030]/0.25|0.258]|/0.190 0.124 || 0.0756 || 0.0446 || 0.0258
0 0 0 0 0 055]|045]/0.248]0.1360.075]| 0.0411] 0.0226 | 0.0125 |
[0.40 023 0.18 0.10 0.05][0.037[0.1015][0.1264[0.11161[0.08297[0.0535|[0.0322
0 035 020 018 0.2/ 0.10|| 0.147 || 0.1291 | 0.0896 || 0.0522 || 0.0300 || 0.0156
=/ 0 0 030 022 020015/ 0.1634 0.1115 || 0.0645 || 0.0329 || 0.0159 || 0.0073
0 0 0 033 024/ 022 0.1566 || 0.0853 || 0.0416 || 0.0191 || 0.0085 || 0.0036
0 0 0 0 045][030] 014 | 0056 ||0.0224]| 0.009 || 0.0036 || 0.0014
0.40 023 0.18 0.101[0.05][0.10761[ 0.10017[0.0704[0.04287[0.02377[0.0123
0 035 020 0.181/0.120.1252 || 0.0806 || 0.0432 || 0.0209 || 0.0095 || 0.0041
"l o 0 030 022]020] 011281 0.0513 ]| 0.0211 || 0.0082 || 0.0031 || 0.0011
|0 0 0 033]/0.24]/0.0792] 0.0261 ] 0.0086 || 0.0028 || 0.0009 || 0.0003
[0.40 023 0.18][0.107[0.1217[0.08497[ 0.04927[0.02571[0.0126[0.0126 |[ 0.059
=| 0 035 0.0/ 0.18| 0.107 || 0.0507 || 0.217 || 0.0088 || 0.0034 || 0.0034 || 0.0013
| 0 0 0.30][0.22]|0.066 | 0.0198 || 0.0059 || 0.0018 || 0.0005 || 0.0005 || 0.0002
[0.40 0237[0.187[0.1187[0.0633][0.03097[0.01447[ 0.0064 [ 0.0028
"l o 0.35}{ 02 || 0.07 }[0.0245}{0.0086}{0.0030}{0.0010}{0.0004}

The first element in the ith column matrix represents the probability of failure of the system at the end of ith
attack i.e., p,(i)fork=2,34and5andi=1234and5.



N. Swathi, T. S. Uma Maheswari

Let us find the reliability of above system in 2 number of attacks

Ps.s (2) = P (2) = Probability of 6-component system fails in the 2th attack

2

, p? p P! P;
=0, P2+ P,,0 L2 4 g s
1,6 M1 1,2 2,6|:(p1_p2) (pz_pl):| 1.3 3,6|:(p1_p3) (pa_pl)
p’ p; p: pe
+ P40 e R St
1,4 4,6|:(p1_p4) (p4_p1):| 15 5,6|:(p1_p5) (p5_p1)
[oaxren
+ Pisd +PyPyslse D, '
hee ( —Ps ) e 36' =123 Hj¢i:1,2,3( pi_pj)

)
. p!
i=13 4[1_[]#_134 - P )] e p4'5q5'6i'%:'s{njysi_uﬁ( Pi = P; )}

+ P13P34046

i pi2
+ P2 P64 + Pi3Ps64

e 6' =126 Hjatl 126( )_ e ei:l’3'6_l_[j¢i:1,3,6<pi N pj)_
p-2 ] i P ]

+ PyaPasd ' + Py Ps el '
BT Hm 146 ] e 6i:1’5’6_Hj¢i:1,5,6(pi_pi)_
+ P12 P23 P44 +PaPosPaalse )| =
i=1 H?#—l p' ) i= le l(p - pl)

6 3
pi
+ P12 P23P5405606 Z 5
=1 Hj:ti:l( Pi— pj)
=0.0016 + 0.0086 +0.01638 + 0.01533+0.0106 + 0.0115+ 0.0059 + 0.00832 + 0.0060
+0.01035+0.01215+0.01434 +0.00990 + 0.000000212 + 0.0000001 + 0.0000002

P, (2)=0.1310

. Reliability of 6-cascade system in 2 number of attacks =1— p, (2) = 0.8689

5. Conclusion

The present work deals with the cascade reliability model represented as Markovian model. Reliability of stress
strength model is derived with Markovian Approach. In this paper, the reliability of n-cascade system for k at-
tacks with loss of m components has been derived for n > 4 and the general formula for reliability of n cascade
system for k number of attacks has been derived. Using above general equation reliability has been calculated
numerically for 6-cascade system for 2-number of attacks.
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