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A smart grid is an electrical grid that uses information and communications 
technology to gather and act on information, such as information about the 
behaviors of suppliers and consumers, in an automated fashion to improve the 
efficiency, reliability, economics, and sustainability of the production and 
distribution of electricity.  

The Smart Grid has the potential to revolutionize electricity delivery systems, 
and the security of its infrastructure is a vital concern not only for cyber-security 
practitioners, engineers, policy makers, and utility executives, but also for the 
media and consumers. Smart Grid Security: An End-to-End View of Security in 
the New Electrical Grid explores the important techniques, challenges, and 
forces that will shape how we achieve a secure twenty-first century electric grid.  

 
In this special issue, we intend to invite front-line researchers and authors to 
submit original research and review articles on exploring Smart Grid Security.  

 
Authors should read over the journal’s Author’s Guidelines carefully before 
submission. Prospective authors should submit an electronic copy of their 
complete manuscript through the journal Paper Submission System.  

 
Please kindly notice that the “Special Issue’’ under your manuscript title is 
supposed to be specified and the research field “Special Issue-Smart Grid 
Security” should be chosen during your submission.  

 
According to the following timetable: 
 

Manuscript Due  July 30th, 2013  

Publication Date  September 2013 

 

Editors-in-Chief  

Prof. Victor Sreeram; University of Western Australia, Australia  

Prof. Yuanzhang Sun; Wuhan University, China   

 
For further questions or inquiries  

Please contact Editorial Assistant at  

sgre@scirp.org  
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