
Wireless Sensor Network, 2012, 4, 147-153 
http://dx.doi.org/10.4236/wsn.2012.45021 Published Online May 2012 (http://www.SciRP.org/journal/wsn) 

A Study of Address Shortage in a Tree Based ZigBee  
Network for Mobile Health Applications* 

Ka Lun Lam1, Hoi Yan Tung1, King Tim Ko1, Kim Fung Tsang1,  
Hoi Ching Tung1,2, Yat Wah Leung3, Wing Hong Lau1 
1Department of EE, City University of Hong Kong, Hong Kong, China 

2School of Engineering & Mathematical Science at City University London, London, UK 
3Department of SEEM, City University of Hong Kong, Hong Kong, China 

Email: {kalunlam, hytung}@student.cityu.edu.hk, {eektko, ee330015}@cityu.edu.hk, Cherry.Tung.1@city.ac.uk, 
50997159@student.cityu.edu.hk, itwhlau@cityu.edu.hk 

 
Received February 7, 2012; revised March 19, 2012; accepted April 2, 2012 

ABSTRACT 

There are increasing demands for mobile health applications. This paper reports the development of a mobile health 
profile which dedicates to mobile applications. The mobile health profile is developed in association with the ZigBee 
Health Care profile and the IEEE 11073 standard which is normally applied to non-mobile applications. Since mobile 
sensors have to be carried by patients, the mobile health profile must facilitate mobility. In this investigation, a ZigBee 
fixed-mobile network (ZFMN) is defined and developed to supplement the ZigBee Health Care Profile for patient 
monitoring. The mobility study of ZigBee is performed using a random waypoint OPNET simulation model. In a 
ZFMN, the critical issue of address shortage is identified and discussed. It is analyzed that the problematic address 
shortage in a ZFMN may generate a huge amount of orphaned end devices and thus the packet drop percentage may 
potentially rise to 70%, rendering the network unable to function properly. Without introducing additional governing 
schemes, it is evaluated that the communication of the entire ZigBee network may paralyze. Further vigorous test are 
performed (by OPNET) on the communication capability of ZFMN when devices are randomly moving and sending 
data in 1 s. It is vital to point out that under the adverse condition of address shortage, the performance of a ZFMN is 
still encouraging as long as the packet drop percentage has been kept below 3% before running out of address. The con-
clusion drawn in this analysis is that the packet drop percentage should be kept below 3% to provide a satisfactory QoS 
for an effective mobile health application using ZFMN such as patient monitoring. Such finding is also important for 
other future mobile application design of ZigBee. The address shortage issue is left as an open problem that needs at-
tention for a resolution.  
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1. Introduction 

The ZigBee protocol was originally defined for non-mo- 
bile applications and has gained increasingly importance 
recently. Pilot works on ZigBee did not discuss the de-
sign of large scale system which demands mobility. 
There are increasingly more applications which demand 
mobility within a large ZigBee fixed network, say for 
patient monitoring application in hospitals and aged- 
person caring centers. Up to present, there has been no 
study on enabling mobility in a fixed ZigBee network. It 
will soon be explained that such mobility enabling is 
different from the traditional ZigBee ad hoc networks in 
terms of topology and addressing requirement. 

Aging tends to be a serious worldwide problem in 

coming 20 years. Health care for aged persons will be a 
very alarming issue. It is insightful to understand the 
pragmatic application of ZigBee by studying the de-
mands of future health care for inpatients and outpatients 
within hospitals. Let us envisage the required environ-
ment in hospitals in the future as follows. In the hospital, 
mobile sensors e.g. blood pressure monitor, pulse oxi-
meter and blood glucose meter will be carried by patients. 
The health status from these sensors will be regularly 
collected and sent to the centralized patient monitoring 
server. Under such a circumstance, the server and routers 
typically needs to communicate with a pool of mobile 
devices to ensure a robust communication between mo-
bile sensors and the centralized server. The application 
scenario just described is referred as mobile health. There 
is no doubt that mobile health for patient monitoring will *The work is supported by CityU I2R Funding Scheme (6351010). 
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be deployed in the future to help relieving the burden of 
hospitals and thus rendering the application important.   

In essence, in mobile health applications, the self- 
healing capability in a non-mobile network is a perfect 
feature to be sought for. In this investigation, based on 
the salient mesh capability of ZigBee, a new ZigBee 
network structure is proposed that caters for the self- 
healing requirement and also provides efficient mobility. 
An efficient mobility will satisfy the needs for future 
in-patient monitoring systems. 

It was explained earlier that ZigBee was originally not 
designed for mobility. Moreover, the ZigBee ad hoc 
network recently developed does not provide a fully 
dedicated and reliable communication path due to its 
ever-changing topology [1-3]. By virtue of the mesh ca-
pability of ZigBee, the ZigBee protocols appear to be the 
right candidate. In this work, the provision of mobility in 
a non-ad-hoc ZigBee network is achieved by modifying 
and converting a part of the fixed network to facilitate 
mobile and yet non-ad-hoc characters. The potential huge 
demands for health care (under healthcare initiative) 
drive the need for a standard protocol, namely the Zig-
Bee Health Care Profile [4-6], for health applications. 
With such positive input from the industries, researchers 
are keen on applying ZigBee technology to various 
medical applications. In the profile, ZigBee integrates 
with medical sensors to enable communication between 
patients [4-6]. Despite there were feasibility studies 
[7-11], no study focused on the addressing assignment 
scheme for moving nodes in a non-ad-hoc manner. Thus 
existing ZigBee protocol structure will not be able to 
cope with the need and resolve any former conflicts. 
Such a mobile health network is referred as a ZigBee 
Fixed-Mobile Network (referred as ZFMN in the fol-
lowing context) in differentiation to the former ZigBee 
ad hoc network and fixed ZigBee network. It is reiterated 
that the ZFMN is inherently not an ad hoc network in 
which the network topology is typically continuously 
changing. It will be shown in the following context that 
the mobility need is not addressed in the ZigBee Health 
Care Profile. In mobile health applications, some end 
devices are nomadic and always move from time to time 
due to the intrinsic need in the application, these nodes 
are referred as mobile nodes or mobile end devices. 
These mobile nodes have to make connection with mul-
tiple parents with multiple addresses due to the continu-
ous handover. It will be shown in this paper that there 
will be an address shortage due to the ever-changing 
parent character in a ZFMN. The performance inade-
quacy in a ZFMN will be quantified and a design rule 
will be given. 

A general network structure is shown in Figure 1. The 
network consists of a coordinator, multiple routers and 
end devices. There is only one coordinator in each net-

work. The coordinator is responsible for the network 
formation. During the network formation, the network 
channel, Personal Area Network Identifier (PAN ID) and 
extended PAN ID is chosen by the ZigBee coordinator. 
The coordinator acts as a trust center in the network. The 
routers and end devices can be medical devices such as 
oxygen saturation monitor, blood pressure monitor, Elec-
trocardiography (ECG), and non-medical devices such as 
gateway, light and surveillance system etc. In ZFMN, the 
coordinator and routers are deployed at a fixed location 
while end devices serve as mobile nodes. Consider the 
example illustrated in Figure 1, when the oximeter (end 
device) moves out of the coverage of router C and 
reaches the coverage of router A (referred as handover), 
the oximeter then requests the address from router A (in-
dicated as “Cmd 1” in Figure 1). Then, router A assigns 
an address to the oximeter (indicated as “Cmd 2” in Fig-
ure 1). From this point in time onward, router A will 
then become the parent of the oximeter. In a ZigBee ad 
hoc network, the ever changing topology resets from 
time to time the address assignment during the network 
formation. On the other hand, in a ZFMN, the amount of 
address is pre-assigned to each parent node due to the 
inherent nature of a constant network topology, thus no 
reset will be performed in a ZFMN network. Moreover, 
in contrast to a ZigBee ad hoc network, the addresses of 
end devices in a ZFMN will be continuously changing 
and thus presenting a challenge to the network yet to be 
resolved. Thus, the mobility character (and thus treat-
ment) in a ZFMN will be very different to the mobility 
character in a ZigBee ad hoc network. This paper is to 
conduct a study of the characteristics of the ZFMN.  

2. ZigBee Mobility Solution  

The ZigBee Health Care Profile only focuses the proto-
col integration of IEEE 11073 (Standard communication  
 

 

Figure 1. ZigBee Fixed-Mobile Network (ZFMN). 
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protocol of health care device) and ZigBee but offers no 
capability to the mobility management of ZFMN. In mo-
bile health, mobile devices are needed so that patients 
carrying sensors may be reshuffled to other wards with 
convenience and accuracy. Thus a ZFMN that provides 
mobility and supports patient monitoring service is 
needed. The ZFMN so defined is now designed as an 
application that interoperates with IEEE 11073 and the 
ZigBee Health Care Profile. The relationship of ZFMN, 
IEEE 11073 and ZigBee Health Care Profile is illustrated 
in Figure 2.  

There is no doubt that such a structure is definitely a 
catalyst to the development of ZigBee Personal Home & 
Hospital Care applications. For example, the panic button 
for senior citizen is one of the typical examples of poten-
tial ZigBee applications in mobile health. When the sen-
ior citizen is not feeling well, he/she may press the 
on-body panic button, and the call center will receive the 
help signals and so timely aids/services can be offered. 
More importantly, ZigBee Personal Home & Hospital 
Care applications demand that the body status of users 
must be monitored from time to time. In essence, when 
monitoring devices detect abnormal readings from a user, 
warning messages will be sent to the hospital through the 
ZFMN. Therefore, it is critical for ZigBee to support the 
mobility of end devices which in turn facilitates freedom 
of movement for patients. For example, a patient may 
carry ZigBee personal health devices (indicating as end 
device in Figure 1), such as blood pressure monitor, glu-
cose monitor and thermometer, walking around in the 
retirement center (hence mobile nodes). During the 
process, the end devices may loss connection with their 
parent devices (indicating as router in Figure 1) due to 
the patient movement. To enable seamless handover and 
reliable connection, end device will handover to another 
router. This implies that a router or an end device moves 
with low-speed (e.g. walking) in a ZFMN—this is a new 
development of healthcare application. However, the 
network performance of a new ZigBee mobile network is 
deficient. To provide insight for the mobility design of 
ZigBee, this paper investigates the performance of the  
 

 

Figure 2. ZFMN mobility management. 

new ZigBee mobile network and identifies the current 
design deficiency. 

3. Address Assignment 

When an end device joins the network, a network address 
is requested by the parent. The parent can be a router or a 
coordinator. Traditionally, Tree Address Assignment 
(TAA) scheme and Stochastic Address Assignment (SAA) 
scheme are supported by the ZigBee network. SAA as-
signs the device address randomly to enable an efficient 
use of address. In SAA, the same address may be as-
signed to two devices. Hence SAA requires extra cost in 
address conflict resolution and routing [12,13]. Such 
problem is referred as the address conflict. In view of the 
limited capacity of ZigBee devices, SAA is typically 
expensive in terms of resource requirement. Based on the 
economical nature of SAA, focus is drawn to the devel-
opment of the TAA scheme in this paper.  

TAA aims to provide a finite number of network ad-
dresses to a potential parent. When a device joins the 
network, the parent assigns a unique address to the de-
vice. The parent will assign address according to the 
pre-defined parameter predetermined by the ZigBee co-
ordinator as shown in (1).  

 Lm d 1 1

d,n p

1 Cm Rm Cm Rm
A A n R

1 Rm

      
      

m

 (1) 

where d is the network depth and ; n is 
the nth end device that joining the network with  

 d 1,2, ,Lm 

 n 1, 2, ,Cm Rm   and Ap is the address of parent. 
The developer determines the maximum number of 

children for each parent (Cm), the maximum number of 
router for each parent (Rm) and the maximum depth in 
the network (Lm) according the ZigBee network struc-
ture and the coordinator stores the captioned parameters 
(Cm, Rm and Lm) for network initialization. A design 
example will be discussed in Section 4. 

4. Investigated Scenarios 

To investigate the performance, a ZFMN simulation 
model is evaluated by using OPNET [14]. The simulation 
model consists of a coordinator, three routers, k mobile 
end devices, and a mobility model. In the simulation, 
three routers, one coordinator and k end devices form a 
tree structure in a ZFMN. Despite the fact that a ZFMN 
is not an ad hoc network (in terms of address assignment 
and topology), it must be pointed out that as far as mobil-
ity is concerned, end devices move in a manner similar to 
an ad hoc network which is satisfactorily described by 
the random waypoint mobility model that is widely used 
in mobility studies [15-18]. To evaluate the influence of 
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the number of end device (mobile device), k, on the 
ZFMN, the performance is evaluated under different 
scenarios and details will be given in the later context. 
The network structure of the simulation models is illus-
trated in Figure 3 and the simulation model parameters 
are shown in Table 1. 

The TAA as defined by the ZigBee standard may fa-
vorably be applied to fixed networks but not ZFMNs. 
The contribution of this work is to investigate the per-
formance of TAA under a ZFMN which may be widely 
adopted in the future. It was described that the number of 
available address is important in the address assignment 
in a ZFMN, such address availability is referred as the 
capacity of an end device, Ec. Hence Ec will be an im-
portant parameter to be discussed in a ZFMN. It is obvi-
ous that Ec depicts the number of free address of a parent. 
In the initialization of a ZFMN, Ec equals the difference 
between Cm and Rm and is given by: 

Ec Cm Rm                 (2) 

When an end device has joined the parent, Ec of the par-
ent is reduced by 1. 
 

 

Figure 3. Network structure of simulation model. 
 

Table 1. Simulation model. 

Parameter Setting 

Number of Addresses (Na) 80 

Number of End Devices (k) 4 - 80 

Maximum Children (Cm) 23 

Maximum Router (Rm) 3 

Maximum Depth (Lm) 4 

Address Assignment Scheme Tree 

Mobility Model Random Waypoint 

Moving Speed 1 m/s 

Simulation time (Ts) 600 s 

Packet Inter-arrival time (Ti) 1 s 

A square shaped area of 20,000 square feet is a very 
common size for commercial use and this is in line with 
the recommendation from ZigBee Alliance [3]. Also, it is 
typical that Ec < 20 [19] and hence the router in a ZFMN 
will not handle more than 20 mobile end devices. To 
cater for mobility in this 20000 square feet area, four (4) 
static devices, including one coordinator and three rou-
ters (i.e. Rm = 3), are deployed to cover the whole area 
(refer to Table 1). As a result, 80 (i.e. 20*4) end devices 
addresses are required in this ZFMN. The maximum 
number of children (Cm) for each parent is given by the 
sum of maximum number of router (Rm = 3) and (Ec = 
20) (i.e. Cm = Rm + Ec = 23). To investigate the impact 
of k on the network performance, twenty (20) scenarios 
are investigated (k varies from 4 to 80, in step of 4, i.e. k 
= 4). The reason for selecting k = 4 is because there are 
four (4) static devices in the ZFMN (1 coordinator + 3 
router). In the design, Lm is confined to 4 to ensure the 
end to end latency is within 1 s. Without lose of general-
ity, in the simulation, end devices (which are exponen-
tially distributed) are best described to move in accor-
dance with Random Waypoint mobility model with 1 
meter/second average moving speed. Typically there are 
substantial handover in 600 s, hence the simulation time 
for each scenarios is configured as Ts = 10 minutes 
[15-18]. In our simulation of the walk, in order to com-
pile with ZigBee Healthcare profile [3,20] and also sat-
isfying the characteristics of the proposed ZFMN, the 
end device sends 110 bytes data per second to simulate 
the data collection-referred as packet inter-arrival time, 
Ti.  

5. Numerical Results 

In this section, the performance of a ZFMN is evaluated 
when there are a varying number of end devices (k) 
moving in the simulated area under the random waypoint 
mobile model. The investigation includes (Ec) and per-
centage packet drop (PDR). To quantify the address ca-
pacity load of ZFMN, a parameter, namely Initial Ad-
dress occupancy ratio (Ao), is defined as Ao = k/Ec. 

Figure 4 shows the relationship between k, Ec and 
PDR when Ts = 600 s. Ec indicates the number of ad-
dresses left in the entire network (including address left 
in coordinator and routers) after simulation. Line A (Ec, 
cal) represents the analytical results given by (3) (e.g. 
when k = 4 and Na = 80 (Table 1), Ec = 80 – 4 = 76). 
The calculated results actually refer to the ideal value of 
Ec when each end device occupies a single address. Line 
B (Ec, sim) is the simulation results representing the ac-
tual amount of idle addresses of the ZFMN. Ec, cal and 
Ec, sim are compared to determine whether the TAA 
scheme is efficient in the ZFMN. As shown in Figure 4, 
in general, Ec drops as k increases, for both the Ec, cal  
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Figure 4. Ec and PDR against k for Ts = 600 s. 
 
(A) and Ec, sim (B). Such drop is attributed to the fact 
that each end device must obtain an address to enable a 
ZigBee communication. It is observed that Ec, sim 
dropped more drastic than Ec, cal, indicating that 1) the 
number of occupied addresses is more than the number 
of end device; 2) some end devices occupy more than 
one address. It is also noted that when k > 48 (Ao > 60%), 
Ec, sim reaches zero. This implies that no address is 
available in the ZFMN. The resultant address shortage 
will thus present a critical threat since address assign-
ment cannot be self-sustained in TAA. 

To investigate the deterioration of performance of a 
ZFMN due to address shortage, PDR against k is plotted 
in curve C in Figure 4. The PDR is low when k varies 
from 4 to 44 (Ao < 55%) because the ZFMN has not 
reached address shortage. However, PDR increases 
dramatically and reaches 30% when k gradually in-
creases from 48 to 80 (Ao > 60%) because these scenar-
ios have reached the address shortage within 10min and 
thus some end devices will become orphaned. In general, 
PDR increases when k increases. Hence Ao = 55% is the 
limiting case that needs to draw attention. To gain more 
insight, Ao = 50% (k = 40, Ts = 2400 s) is now investi-
gated (for simplicity reason, Ao = 50% is used to replace 
Ao = 55%). Typically, medical data are collected several 
times per day to once a week [3]. Since the ZFMN is 
mobile in nature, a vigorous test is devised and per-
formed to explore its strength to deal with mobility. 
Hence the analysis in the present simulation is designed 
such that the data is collected every second (referred as 
“1 s collection”) from end devices to cater for the most 
adverse mobility requirement. The “1 s collection” is 
described by the behavior of PDR in a ZFMN (shown in 
Figure 5). Figure 5 gives an analysis of PDR versus Ec 
when k = 40. When t < 120 s, Ec ~= 40 implying that 40 
end devices are walking inside the coverage of their first 
parents (router or coordinator). At t = 120 s, Ec < 40 be-
cause the end devices begin to move out of their first 
parents’ coverage and hand off to new parents as mi-
grants. In such a circumstance, migrated end devices will  

 

Figure 5. PDR and Ec of scenario 10 when Ts = 2400 s. 
 
request for new addresses. As a result, Ec descends dras-
tically from 40 and vanishes at t = 960 s. At the same 
time, PDR increases sharply and reaches 70% when t = 
2280 s. However, it is important to point out that the 
PDR < 3% for t < 600 s. This implies that the network 
still functions properly between t = 240 s to t = 600 s. 
Hence the ZFMN can still manage to provide sufficient 
address during this “survival” period. From the investi-
gation, it is seen that when PDR ≤ 3%, quality commu-
nication has been achieved. The 3% background PDR is 
estimated to originate from network congestion and sig-
nal degradation which are integral parts of the intrinsic 
property of the ZFMN. When Ts = 2400 s, it is seen from 
Figure 5 that PDR has reached its maximum point and 
Ec is diminishing small. Hence, it is concluded that t = 
600 s is the limiting case. The intention of this investiga-
tion is to point out the potential problem that will be en-
countered if ZigBee will be employed for mobile health 
applications. Remedial methods to resolve the address 
shortage issue is out of the scope in this paper and is 
desperately required in order to bring ZigBee into real 
applications. 

6. Problem Statement 

ZigBee is originally designed for non mobile applications. 
Despite TAA distributes address to each router and coor-
dinates with a predefined amount, the address shortage 
can be avoided by designing a ZFMN using appropriate 
network parameters such as Cm, Rm and Lm. However, 
the number of children node of each routers and coordi-
nator cannot be predicted accurately in a ZFMN because 
an end device is nomadic in nature and constantly move 
from coverage to coverage and from time to time. Mobile 
end devices request new address from routers or the co-
ordinator upon joining new parents, rendering a single 
mobile end device acquires multiple addresses typically. 
Thus it is not uncommon that address shortage often 
occurs and cannot be avoided in a ZFMN network de-
sign. 
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7. Conclusion 

The mobile health application will gain popularity in the 
near future. Since ZigBee offers the mesh feature, it will 
be a potential candidate as the technology platform for 
deployment. Existing ZigBee Health Care Profile inte-
grates into IEEE 11073 and is only defined for fixed 
network. The mobile health application demands mobil-
ity which is not resolved under current profile and stan-
dard. A ZigBee mobility management profile has been 
defined to provide mobility in a fixed ZigBee network. 
The network is referred as ZigBee Fixed Mobile Net-
work (ZFMN) which has characteristics different to a 
ZigBee mobile ad hoc network. A common area of size 
of 20,000 square feet has been studied in accordance 
with the norm of recommendation from ZigBee Alliance. 
As a result, a pool of devices comprising a coordinator, 
three routers and eighty end devices are required for such 
an area. Analysis of network performance using OPNET 
reveals that there is a problematic address shortage issue 
which prohibits mobility. It is evaluated that the network 
may survive address shortage (communicate efficiently) 
when the packet drop rate (PDR) is maintained below 3%. 
In order to cater for the most adverse mobility require-
ment, a vigorous test has been devised and performed by 
simulating data collection in 1 s (referred as “1 s collec-
tion”). It is found that the background PDR < 3% and the 
ZFMN performs satisfactorily. Thus it is asserted in this 
report that PDR < 3% is the condition to provide reason-
able QoS for mobile health applications such as patient 
monitoring system using ZFMN. Remedial solution to 
avoid address shortage is out of the scope in this paper 
and this is left as an open question for further research. 
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