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Abstract 
In disaster situations, people need to evacuate from dangerous areas to safe 
ones. In particular, they must formulate an evacuation plan for themselves 
when they cannot obtain support. Communicating with other evacuees to ob-
tain information is useful in formulating an evacuation plan, and some studies 
have used a mobile ad hoc network (MANET) for this purpose, because such 
a network can be constructed using only wireless devices even when a fatal 
situation arises. However, we cannot treat a MANET in the same manner as 
other networks (such as a carrier network or Wi-Fi), and MANETs have sev-
eral shortcomings in regard to information exchange. It is necessary to inves-
tigate the effects of these limitations on creating evacuation support systems 
on a MANET. We evaluated whether the limited information exchange avail-
able using a MANET is sufficient to create evacuation support systems 
through the use of a multi-agent evacuation simulator. As a result, our simu-
lator showed that limited communication in which people communicate only 
with neighbors provides substantial efficiency for evacuation. People can con-
tinue to evacuate effectively even if they cannot obtain all of the desired in-
formation owing to MANET limitations. 
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1. Introduction 

Mobile ad hoc networks (MANETs) have been proposed as a communication 
mechanism for disaster situations [1]. When a disaster occurs, people need to 
obtain information regarding what is happening, what they must do, and what is 
announced by the anti-disaster headquarters. Currently, people tend to use 
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smartphones to communicate with each other. Messaging services (such as 
Twitter, Facebook, and Instagram) available on smartphones sometimes work 
effectively as communication methods in disaster situations. However, these 
cellular-based communication services are dependent on carrier infrastructures. 
This has the result that one might not be able to communicate with one’s friends 
after a disaster, because of possible damage to the carrier’s infrastructure. MA-
NETs are useful in such situations, because a MANET requires no infrastructure 
other than wireless communication devices such as smartphones. 

It has been suggested that the headquarters take three steps to lead a safe 
evacuation: first, collect information; second, decide on an evacuation plan 
based on risk estimation; and third, decide on an evacuation route for each eva-
cuee [2]. Some studies have been conducted to determine how information is 
exchanged between evacuees and the headquarters [3] [4] [5]. The latter can 
build an ad hoc network using unmanned aerial vehicles, drones, or rescue 
teams carrying wireless devices, if needed [6]. 

In this study, we focus on the first evacuation after the occurrence of a disas-
ter. People need to plan their own evacuation by themselves until a headquarters 
and rescue teams are organized. Using a MANET, they can exchange informa-
tion with other people. The Emergency Urgent Communication-Evacuation 
Support (EUC-ES) system [7] gathers information on how evacuees have moved 
on roads, estimates broken roads, and proposes an evacuation plan. It uses 
MANETs as a communication method to avoid problems of infrastructure fail-
ure. A map information sharing system [8] takes the same approach; it gathers 
routes passed by evacuees using MANETs and constructs a map. An extension 
based on ant colony optimization (ACO) [9] has been proposed to respond to a 
situation that is changing from moment to moment in disaster areas. We have 
also considered a method to create an evacuation plan based on ACO and MA-
NETs [10]. 

These MANET-based approaches are based on the premise that evacuees can 
share newly discovered information with each other. There is a question: Does a 
MANET have sufficient power to share information for evacuation? This is not 
obvious. MANETs have several problems regarding information sharing, as de-
scribed in the next section, and there is a probability that they influence evacua-
tion efficiency. In this paper, we use a multi-agent evacuation simulator to ex-
amine whether the power of information sharing through MANETs is sufficient 
for evacuation. Our simulator showed the power of MANETs is sufficient for 
evacuation without using a complex communication protocol. Section 2 details 
problems of MANETs. Section 3 describes evacuation simulation scenarios, the 
information sharing method, and the evacuation planning method on our simu-
lator. Section 4 shows the simulation results, and Section 5 draws conclusions. 

2. Manet 

The following is a typical explanation of MANET. Nodes require no central 
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server or infrastructure to communicate with each other. From the viewpoint of 
the network, each node is both a host and a router. Nodes communicate with 
each other using a wireless communication method such as Wi-Fi. Multihop 
communication is provided by nodes working as routers, but we must consider 
that nodes can move when they want to. When a router node moves out of 
another router’s communication range, a multihop communication using the 
router is broken. Figure 1 shows an example of a multihop communication. 
Node D can communicate with A via B and C, but E cannot communicate with 
other nodes because there is no other node on the communication range of E. In 
a disaster situation, a node is a wireless communication device such as a smart-
phone owned by an evacuee. Therefore, to maintain multihop communication is 
difficult, because nodes move frequently for evacuation. 

There are two categories of routing protocols, proactive and reactive [11]. In 
proactive protocols, nodes exchange routing tables and network topology infor-
mation periodically. In reactive protocols, routes are created when they are re-
quested and are maintained while they are being used by multihop communica-
tions. Some studies [12] [13] [14] have evaluated several popular routing proto-
cols in disaster scenarios and concluded that the reactive routing protocol ad hoc 
On-Demand Distance Vector (AODV) [15] is suitable. Proactive protocols such 
as the Optimized Link State Routing Protocol (OLSR) [16] have the disadvan-
tage that the updating cost of the network topology tends to increase, because 
the topology is changed frequently, as described previously. 

Broadcasting is another communication approach on MANETs. Basically, a 
node can share the same information with all one-hop neighboring nodes at the 
same time. If one wants to share information with multihop neighbors, flooding 
is a solution. For example, AODV sends a route request message in the flooding 
manner when creating a route. It is known that the simple flooding causes 
broadcast storm problems [17], but these can be controlled as with AODV. 

Broadcasting is not to be used frequently from the viewpoint of the network 
bandwidth capacity. However, sometimes broadcasting is useful. For example, 
when one must send an alert to all evacuees immediately, broadcasting is the 
best solution. It is also effective when a node needs to share the same informa-
tion with several one-hop neighboring nodes. In this case, receiver nodes that does 
 

 
Figure 1. Multihop communication on a MANET. 
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not need information can drop packets in the same manner as when receiving a 
wireless packet that has a different destination. It must be noted that sharing 
with two- or more-hop neighbors does not always call for broadcasting. In this 
case, all one-hop neighbors cannot drop packets, because they must try to relay a 
packet to two-hop neighbors. 

3. Evacuation Simulation 

To evaluate the benefits of using MANETs, we simulated evacuees’ movements 
and communication. Figure 2 shows our map-based simulation. 

This map shows the Shinjuku District of Tokyo, consisting of the following 
elements: 
• Black solid line: road. Evacuees can move on these lines. 
• Green area: safe area. Evacuees attempt to move to these areas. 
• Red circle: danger area. These areas grow over time. Evacuees must avoid 

these areas. An evacuee who enters these areas is considered to be dead. 
Evacuees are drawn as follows (see Figure 5 for details): 

• Blue point: an evacuee is evacuating but does not know where the safe areas 
are. 

• Light blue point: an evacuee is evacuating and knows one or more safe areas. 
• Red point: an evacuee cannot move anywhere because he/she is dead or has 

no available paths without entering danger areas. 
• Green point: an evacuee has already evacuated successfully. 

Evacuees are placed at random locations on roads at the start of the simula-
tion. They attempt to move to any of the safe areas via roads. They have no ini-
tial knowledge regarding maps. They can use knowledge of their own or that re-
ceived from other evacuees. For this purpose, they attempt to exchange know-
ledge with one another, and they can communicate with other evacuees who are 
in the communication range drawn as a light yellow circle. 

Simulation proceeds by repetition of the following steps until the states of all 
evacuees are changed to red or green: 

1) Evacuees exchange knowledge with each other. 
2) Each evacuee decides on a destination and a route based on knowledge. 
3) Each evacuee moves on the route at his or her moving speed. If an evacuee’s 

 

 
(a)                                      (b) 

Figure 2. Simulation maps. The disaster situation changes from (a) to (b) in one hour. 
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state is not red or green (meaning that the evacuee is alive but still continuing 
evacuation), then when he or she arrives at the destination, he/she decides on 
a new destination and begins to move. 
4) Danger areas expand. 

Danger areas grow over time. This represents the dynamic changing of the 
disaster situation. If this dynamic changing is omitted, the evacuation problem 
changes more easily. The principal problem will be sharing the static map in-
formation, and the route detection will be similar to the simple shortest path 
search problem. These assumptions appear to be overly optimistic. It is natural 
to suppose that the situation will worsen substantially after the occurrence of a 
disaster. For example, a fire will expand over time. We implemented this as the 
simple dynamic changing. 

3.1. Evacuee Behavior 

In this simulation, evacuees have no initial knowledge of the map or the situa-
tion, but they can recognize these during the evacuation. An evacuee moves 
from one intersection to another intersection through the road and upon arrival 
at an intersection obtains information as follows: 
• Coordinates of the intersection (obtained, e.g., from the Global Positioning 

system (GPS)). 
• Length of the road. 
• Roads that begin with the intersection, the number of roads, and their direc-

tions. 
• Situation of the intersection: whether it is inside or outside a safe area or a 

danger area. 
When the intersection arrived at is inside a safe area, an evacuee stops, be-

cause evacuation is completed. In the case of danger areas, the evacuee attempts 
to return to the intersection he or she came from. When both end points of a 
road are inside a danger area, the evacuee stops, because he or she cannot eva-
cuate further. 

3.2. Knowledge Exchange 

Evacuees exchange knowledge with each other via a MANET periodically. Dur-
ing an exchange, they can communicate only with other evacuees who are within 
the communication range, but they can also use multihop communication me-
thods, as described in Section 2. 

In this simulation, they share map information, as follows: 
• Roads: the length and coordinates of end points (intersections). 
• Safe/danger areas: coordinates of intersections included in these areas. 

Evacuees use area information to determine the location they must go to and 
road information to determine the route from the current to a safe area. Sharing 
road information is more difficult than sharing area information, because the 
volume of the information is larger in many cases. 

https://doi.org/10.4236/ijcns.2017.108010


A. Ohta et al. 
 

 

DOI: 10.4236/ijcns.2017.108010 192 Int. J. Communications, Network and System Sciences 
 

There are several ways to share information. For example, every node can 
send and receive information to or from any specific node using multihop 
communication. This works in the same manner of the client-server model. This 
model has serious problems in that many nodes will be unable to communicate 
with the server node because of the nonexistence of a possible communication 
route, and the server node might disappear from the network, creating serious 
problems for the data exchange; this is known as the churn problem [18]. These 
complex methods must be planned carefully, but since planning is not the objec-
tive of this simulation, we selected simple communication methods, as follows: 
• No sharing: an evacuee communicates with no one. 
• One-hop broadcasting: an evacuee sends information to one hop neighbors 

using broadcasting. 
• Two-hop broadcasting: an evacuee sends information to two hop neighbors 

using broadcasting. 
• Share with all: an evacuee sends information to all other evacuees. 

No sharing and share with all are baselines for evaluating broadcasting ap-
proaches. In the no sharing case, an evacuee can use only his or her own know-
ledge; this is the worst case from the viewpoint of the communication. In the 
share with all case, an evacuee can use whatever knowledge is acquired by any 
other evacuee; this is the best case. 

In broadcasting approaches, evacuees cannot send knowledge that they re-
ceived during the same period. They can send this knowledge in the next sharing 
period. One-hop broadcasting is suitable for a MANET, as described in Section 
2, but information will spread only locally. Two-hop broadcasting is not the best 
for a MANET, but it will improve the spreading range somewhat. We can eva-
luate the effect of the number of hops by comparing two broadcasting ap-
proaches. For the scalability of the network, knowledge sharing of roads is li-
mited. Evacuees can send only road information that is within a specified range 
around them. This prevents the sending of data becoming overwhelming, when 
the network and the map become large. 

3.3. Evacuation Planning 

The principal objective of the simulation is to evaluate whether information 
sharing improves evacuation efficiency. However, the efficiency depends on the 
intelligence of the evacuees. The evacuee agent on the simulator must be suffi-
ciently intelligent to utilize knowledge, but it must not be cleverer than human 
beings. 

We implemented agents to decide on evacuation plan based on their know-
ledge using an algorithm resembling the A* search algorithm. An agent decides 
on an evacuation plan as follows: 

1) The agent selects the shortest path to safe areas for the plan when it can 
create the paths from its knowledge. 

2) The agent stops the evacuation when it knows all end points of roads that 
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start from all known intersections. This means that the agent knows all possible 
accessible areas but that there is no safe area to evacuate to. 

3) The agent regards known end points of all known roads that have unknown 
end points as candidate points for the destination, because there is a possibility 
that an unknown end point leads to a safe area. An end point that has no known 
route from the point of the agent is not a candidate destination, because the 
agent cannot create a plan to move to the point. 

4) The agent calculates the evaluation values of the candidate points and se-
lects the best one as the destination. 

5) The agent selects the road that has the best direction to move to the closest 
known safe area, when the destination point has several unknown roads. 

Each agent builds an evacuation plan aimed at moving to a known safe area or 
the end point of an unknown road. 

Calculating of the evaluation value of a candidate point is based on the A* al-
gorithm. An evacuee is at point s. A candidate destination point is u. The point 
of a known intersection included in a safe area and the closest to u is g. The 
agent can calculate d(s, u) the shortest known route path length from s to u, 
from knowledge of the length of roads. h(u,g) is the estimation of the shortest 
route path length from u to g. We implemented this as the Euclidean distance 
from u to g. 

Using these definitions, the estimation function f(u) is defined as follows: 

( ) ( ) ( ), ,= +f u d s u h u g .                          (1) 

where f(u) is the estimation of the length of the route that leads from s to any 
safe area via u. The agent selects u that has the minimum f(u) as the destination. 
Figure 3 shows an example of estimation. Since ( ) ( )1 2, ,>d s u d s u  but 
( ) ( ) ( ) ( )1 1 2 2, , , ,+ < +d s u h u g d s u h u g , the evacuee selects 𝑢𝑢1as the destination. 

It is based on the simple evacuation approach in which an evacuee attempts to 
move to a known safe area that appears to be the nearest in his or her know-
ledge. 

4. Results and Discussion 

Table 1 shows the parameters of the our evacuation simulation in the Shinjuku 
 

 
Figure 3. Example of the evacuation planning. 
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District. In addition, the map width is 3.6 km, and an agent can move from the 
east to the west within 45 minutes. 

In Figure 4, the black dotted line (6) shows that the evacuee algorithm has lit-
tle power without knowledge exchange. In contrast, the red solid line (1) shows 
the power of knowledge exchange, with a majority of people finishing evacua-
tion within 20 minutes. 

 
Table 1. Parameters of the simulation. 

Parameter Value 

Number of evacuee agents 10,000 

Moving speed of agents [m/min] 85.0 

Communication range of agents [m] 100.0 

Limitation range of road knowledge sharing [m] 200.0 

Number of safe areas 3 

Number of danger areas 20 

Spreading speed of danger areas [m/min] 5.0 

Time interval between steps [min] 1.0 

 

 
 Sharing method Number of evacuated agents 

 Areas Roads 10 min 20 min 30min 40 min 50 min 60 min 

(1) Share with all Share with all 4555 9197 9907 N/A N/A N/A 

(2) Share with all 
One-hop  

broadcasting 
3629 8521 9768 N/A N/A N/A 

(3) 
Two-hop 

broadcasting 
Two-hop  

broadcasting 
2584 7243 9088 9828 9851 9853 

(4) 
One-hop 

broadcasting 
One-hop  

broadcasting 
2344 6140 8136 9121 9573 9622 

(5) Share with all No sharing 2339 5171 7195 8027 8436 8655 

(6) No sharing No sharing 913 1177 1459 1667 1885 2049 

Figure 4. Number of agents which have completed evacuation. 
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Our simulation distinguishes between information regarding areas (safe/ 
danger) and that regarding roads because their contributions to evacuation are 
different and their required traffic is also different. An agent needs knowledge of 
at least one safe area to evaluate candidate points when creating an evacuation 
plan. An agent selects the nearest candidate point as the destination when it has 
no knowledge of safe areas, because it cannot estimate h(u, g) in formula (1).In 
other words, the agent uses the Dijkstra algorithm instead of A* when no areas 
information has become available. On the other hand, road information im-
proves the calculation of d(s, u). 

In the Figure 4, solid lines ((1), (2), (5)) represent the case of communicating 
information on safe/danger areas using share with all. The figure shows that 
sharing knowledge of safe areas greatly impacts the efficiency of evacuation. 
Comparing the red solid line (1) with the black solid line (5) shows that the 
sharing of road knowledge has also has a substantial impact. However, it is not 
realistic to share road information with all agents; because there are too many 
roads compared to areas, we must limit sharing at least regarding roads infor-
mation. The blue solid line (2) uses one-hop broadcasting to share road know-
ledge. Although the communication between agents is limited, it shows the re-
sult closest to the best case shown by the red solid line (1). 

The blue (4) and green (3) dashed lines are the results of one- or two-hop 
broadcasting. Comparing with the solid lines, these cases do not use the share 
with all method. The two-hop method is better than the one-hop method, but 
the advantage of increasing the number of hops from one to two is less signifi-
cant than that of increasing the number from zero to one. 

It is a noteworthy that one-hop broadcasting method (4) is more efficient than 
the black-line case (5) using share with all for safe/danger areas. In broadcasting, 
knowledge of safe area is not spread across all of the agents. Figure 5 shows the  
 

 
Figure 5. Example of one-hop broadcasting after 20 minutes have elapsed. 
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typical situation of one-hop broadcasting. An agent shown as the light blue point 
has knowledge of safe areas, but a blue point agent has no knowledge of safe 
areas. In Figure 5, many agents are still in the blue state. Clusters of blue agents 
and light blue agents tend to separate out. Knowledge of a safe area spreads from 
a safe area to the outside, but every agent that is to relay knowledge to the out-
side attempts to move in the direction of the safe area after receiving knowledge. 
Therefore, the possibility that blue agents communicate with light blue agents 
decreases over time. 

Despite the lack of information regarding safe areas, agents seem to be able to 
build effective evacuation plans using information on roads. A possible reason is 
that road sharing with neighbors works efficiently. This sharing completes map 
knowledge around the agent efficiently, and then the agent recognizes that there 
is no safe area around it. This stimulates the agent to move to a distant location. 

5. Conclusions 

In this paper, we showed the difference in efficiency brought about by data 
sharing in the first evacuation after the occurrence of a disaster. It is efficient 
from the viewpoint of MANET that an evacuee broadcasts to one-hop neigh-
bors. This not only reduces traffic but also avoids several complex problems in-
herent in MANET. 

Despite communication range limitations, this one-hop broadcasting showed 
substantial benefits for evacuation efficiency. Evacuees need knowledge regard-
ing where and how to evacuate from a disaster and, in particular, information 
regarding safe areas and roads. When evacuees have already shared safe area in-
formation sufficiently, they can obtain results close to the best regarding sharing 
road information using one-hop broadcasting. Even if evacuees must share all 
knowledge via a MANET, sharing by one-hop broadcasting provides sufficient 
efficiency for evacuation. 
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